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Scenario 1---Cyber-terrorism
Grid collapse is coming now
Lovins 10 Amory B, Chairman and Chief Scientist of Rocky Mountain Institute, "DOD's Energy Challenge as Strategic Opportunity", Issue 57, 2nd Quarter 2010, www.ndu.edu/press/lib/images/jfq-57/lovins.pdf
The Resilience Capability¶ Resilience “combines efficient energy use with more diverse, dispersed, renewable supply—turning the loss of critical missions from energy supply failures (by accident or malice) from inevitable to near-impossible.”37¶ This capability is vital because the: [a]lmost complete dependence of military installations on a fragile and vulnerable commercial power grid and other critical national infrastructure places critical military and Homeland defense missions at an unacceptably high risk of extended disruption. . . . [Backup generators and their fuel supplies at military installations are generally sized] for only shortterm commercial outages and seldom properly prioritized to critical loads because those are often not wired separately from non-essential loads. DOD’s approach to providing power to installations is based on assumptions that commercial power is highly reliable, subject to infrequent and short term outages, and backups can meet demands. [These assumptions are] . . . no longer valid and DOD must take a more rigorous risk-based approach to assuring adequate power to its critical missions. 38¶ The 2008 DSB Task Force found that the confluence of many risks to electric supply— grid overloads, natural disasters, sabotage or terrorism via physical or cyberattacks on the electric grid, and many kinds of interruptions to generating plants—hazards electricity dependent hydrocarbon delivery, the national economy, social stability, and DOD’s mission continuity.¶ The U.S. electric grid was named by the National Academy of Engineering as the top engineering achievement of the 20th century. It is very capital-intensive, complex, technologically unforgiving, usually reliable, but inherently brittle. It is responsible for ~98–99 percent of U.S. power failures, and occasionally blacking out large areas within seconds—because the grid requires exact synchrony across subcontinental areas and relies on components taking years to build in just a few factories or one (often abroad), and can be interrupted by a lightning bolt, rifle bullet, malicious computer program, untrimmed branch, or errant squirrel. Grid vulnerabilities are serious, inherent, and not amenable to quick fixes; current Federal investments in the “smart grid” do not even require simple mitigations. Indeed, the policy reflex to add more and bigger power plants and power lines after each regional blackout may make the next blackout more likely and severe, much as suppressing forest fires can accumulate fuel loadings that turn the next unsuppressed fire into an uncontrollable conflagration.¶ Power-system vulnerabilities are even worse in-theater, where infrastructure and the capacity to repair it are often marginal: “attacks on the grid are one of the most common and effective tactics of insurgents in Iraq, and are increasingly seen in Afghanistan.” 39 Thus electric, not oil, vulnerabilities now hazard national and theater energy security. Simple exploitation of domestic electric vulnerabilities could take down DOD’s basic operating ability and the whole economy, while oil supply is only a gathering storm.
Cyber-attack is coming ---actors are probing grid weaknesses
Reed 10/11 John, Reports on the frontiers of cyber war and the latest in military technology for Killer Apps at Foreign Policy, "U.S. energy companies victims of potentially destructive cyber intrusions", 2012, killerapps.foreignpolicy.com/posts/2012/10/11/us_energy_companies_victims_of_potentially_destructive_cyber_attacks
Foreign actors are probing the networks of key American companies in an attempt to gain control of industrial facilities and transportation systems, Defense Secretary Leon Panetta revealed tonight.¶ "We know that foreign cyber actors are probing America's critical infrastructure networks," said Panetta, disclosing previously classified information during a speech in New York laying out the Pentagon's role in protecting the U.S. from cyber attacks. "They are targeting the computer control systems that operate chemical, electricity and water plants, and those that guide transportation thorough the country."¶ He went on to say that the U.S. government knows of "specific instances where intruders have gained access" to these systems -- frequently known as Supervisory Control and Data Acquisition (or SCADA) systems -- and that "they are seeking to create advanced tools to attack these systems and cause panic, destruction and even the loss of life," according to an advance copy of his prepared remarks.¶ The secretary said that a coordinated attack on enough critical infrastructure could be a "cyber Pearl Harbor" that would "cause physical destruction and loss of life, paralyze and shock the nation, and create a profound new sense of vulnerability."¶ While there have been reports of criminals using 'spear phishing' email attacks aimed at stealing information about American utilties, Panetta's remarks seemed to suggest more sophisticated, nation-state backed attempts to actually gain control of and damage power-generating equipment. ¶ Panetta's comments regarding the penetration of American utilities echo those of a private sector cyber security expert Killer Apps spoke with last week who said that the networks of American electric companies were penetrated, perhaps in preparation for a Stuxnet-style attack.¶ Stuxnet is the famous cyber weapon that infected Iran's uranium-enrichment centrifuges in 2009 and 2010. Stuxnet is believed to have caused some of the machines to spin erratically, thereby destroying them.¶ "There is hard evidence that there has been penetration of our power companies, and given Stuxnet, that is a staging step before destruction" of electricity-generating equipment, the expert told Killer Apps. Because uranium centrifuges and power turbines are both spinning machines, "the attack is identical -- the one to take out the centrifuges and the one to take out our power systems is the same attack."¶ "If a centrifuge running at the wrong speed can blow apart" so can a power generator, said the expert. "If you do, in fact, spin them at the wrong speeds, you can blow up any rotating device."¶ Cyber security expert Eugene Kaspersky said two weeks ago that one of his greatest fears is someone reverse-engineering a sophisticated cyber weapon like Stuxnet -- a relatively easy task -- and he noted that Stuxnet itself passed through power plants on its way to Iran. "Stuxnet infected thousands of computer systems all around the globe, I know there were power plants infected by Stuxnet very far away from Iran," Kaspersky said.
Key military operations depend on the grid---SMRs are essential
Robitaille 12 George E, Department of Army Civilian, March 21, "Small Modular Reactors: The Army’s Secure Source of Energy?", www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA561802
In recent years, the U.S Department of Defense (DoD) has identified a security issue at our installations related to the dependence on the civilian electrical grid.1 The DoD depends on a steady source of electricity at military facilities to perform the functions that secure our nation. The flow of electricity into military facilities is controlled by a public grid system that is susceptible to being compromised because of the age of the infrastructure, damage from natural disasters and the potential for cyber attacks. Although most major functions at military installations employ diesel powered generators as temporary backup, the public grid may not be available to provide electricity when it is needed the most. The United States electrical infrastructure system is prone to failures and susceptible to terrorist attacks.2 It is critical that the source of electricity for our installations is reliable and secure. In order to ensure that our military facilities possess a secure source of electricity, either the public system of electric generation and distribution is upgraded to increase its reliability as well as reducing its susceptibility to cyber attack or another source of electricity should be pursued. Although significant investments are being made to upgrade the electric grid, the current investment levels are not keeping up with the aging system.¶ Small modular reactors (SMRs) are nuclear reactors that are about an order of magnitude smaller than traditional commercial reactor used in the United States. SMRs are capable of generating electricity and at the same time, they are not a significant contributor to global warming because of green house gas emissions. The DoD needs to look at small modular nuclear reactors (SMRs) to determine if they can provide a safe and secure source of electricity.¶ Electrical Grid Susceptibility to Disruptions¶ According to a recent report by the Defense Science Board, the DoD gets ninety nine percent of their electrical requirements from the civilian electric grid.3 The electric grid, as it is currently configured and envisioned to operate for the foreseeable future, may not be reliable enough to ensure an uninterrupted flow of electricity for our critical military facilities given the influences of the aging infrastructure, its susceptibility to severe weather events, and the potential for cyber attacks. The DoD dependency on the grid is reflected in the $4.01 Billion spent on facilities energy in fiscal year 2010, the latest year which data was available.4 The electricity used by military installations amounts to $3.76 billion.5 As stated earlier, the DoD relies on the commercial grid to provide a secure source of energy to support the operations that ensure the security of our nation and it may not be available when we need it. The system could be taken down for extended periods of time by failure of aging components, acts of nature, or intentionally by cyber attacks.¶ Aging Infrastructure. The U.S electric power grid is made up of independently owned power plants and transmission lines. The political and environmental resistance to building new electric generating power plants combined with the rise in consumption and aging infrastructure increases the potential for grid failure in the future. There are components in the U.S. electric grid that are over one hundred years old and some of the recent outages such as the 2006 New York blackout can be directly attributed to this out of date, aging infrastructure. 6 Many of the components of this system are at or exceeding their operational life and the general trend of the utility companies is to not replace power lines and other equipment until they fail. 7 The government led deregulation of the electric utility industry that started in the mid 1970s has contributed to a three decade long deterioration of the electric grid and an increased state of instability. Although significant investments are being made to upgrade the electric grid, the many years of prior neglect will require a considerable amount of time and funding to bring the aging infrastructure up to date. Furthermore, the current investment levels to upgrade the grid are not keeping up with the aging system. 8 In addition, upgrades to the digital infrastructure which were done to increase the systems efficiency and reliability, have actually made the system more susceptible to cyber attacks. 9 Because of the aging infrastructure and the impacts related to weather, the extent, as well as frequency of failures is expected to increase in the future. Adverse Weather. According to a 2008 grid reliability report by the Edison Electric Institute, sixty seven per cent of all power outages are related to weather. Specifically, lightning contributed six percent, while adverse weather provided thirty one percent and vegetation thirty percent (which was predominantly attributed to wind blowing vegetation into contact with utility lines) of the power outages. 10 In 1998 a falling tree limb damaged a transformer near the Bonneville Dam in Oregon, causing a cascade of related black-outs across eight western states. 11 In August of 2003 the lights went out in the biggest blackout in North America, plunging over fifty million people into darkness over eight states and two Canadian provinces. Most areas did not have power restored four or five days. In addition, drinking water had to be distributed by the National Guard when water pumping stations and/or purification processes failed. The estimated economic losses associated with this incident were about five billion dollars. Furthermore, this incident also affected the operations of twenty two nuclear plants in the United States and Canada. 12 In 2008, Hurricane Ike caused approximately seven and a half million customers to lose power in the United States from Texas to New York. 13 The electric grid suffered numerous power outages every year throughout the United States and the number of outages is expected to increase as the infrastructure ages without sufficient upgrades and weather-related impacts continue to become more frequent. Cyber Attacks. The civilian grid is made up of three unique electric networks which cover the East, West and Texas with approximately one hundred eighty seven thousand miles of power lines. There are several weaknesses in the electrical distribution infrastructure system that could compromise the flow of electricity to military facilities. The flow of energy in the network lines as well as the main distribution hubs has become totally dependent on computers and internet-based communications. Although the digital infrastructure makes the grid more efficient, it also makes it more susceptible to cyber attacks. Admiral Mr. Dennis C. Blair (ret.), the former Director of National Intelligence, testified before Congress that “the growing connectivity between information systems, the Internet, and other infrastructures creates opportunities for attackers to disrupt telecommunications, electrical power, energy pipelines, refineries, financial networks, and other critical infrastructures. 14 ” The Intelligence Community assesses that a number of nations already have the technical capability to conduct such attacks. 15 In the 2009 report, Annual Threat Assessment of the Intelligence Community for the Senate Armed Services Committee, Adm. Blair stated that “Threats to cyberspace pose one of the most serious economic and national security challenges of the 21st Century for the United States and our allies.”16 In addition, the report highlights a growing array of state and non-state actors that are targeting the U.S. critical infrastructure for the purpose of creating chaos that will subsequently produce detrimental effects on citizens, commerce, and government operations. These actors have the ability to compromise, steal, change, or completely destroy information through their detrimental activities on the internet. 17 In January 2008, US Central Intelligence Agency senior analyst Tom Donahue told a gathering of three hundred international security managers from electric, water, oil & gas, and other critical industry, that data was available from multiple regions outside the United States, which documents cyber intrusions into utilities. In at least one case (outside the U.S.), the disruption caused a power outage affecting multiple cities. Mr. Donahue did not specify who executed these attacks or why, but did state that all the intrusions were conducted via the Internet. 18 During the past twenty years, advances in computer technologies have permeated and advanced all aspects of our lives. Although the digital infrastructure is being increasingly merged with the power grid to make it more efficient and reliable, it also makes it more vulnerable to cyber attack. In October 2006, a foreign hacker invaded the Harrisburg, PA., water filtration system and planted malware. 19 In June 2008, the Hatch nuclear power plant in Georgia shut down for two days after an engineer loaded a software update for a business network that also rebooted the plant's power control system. In April 2009, The Wall Street Journal reported that cyber spies had infiltrated the U.S. electric grid and left behind software that could be used to disrupt the system. The hackers came from China, Russia and other nations and were on a “fishing expedition” to map out the system. 20 According to the secretary of Homeland Security, Janet Napolitano at an event on 28 October 2011, cyber–attacks have come close to compromising the country’s critical infrastructure on multiple occasions. 21 Furthermore, during FY11, the United States Computer Emergency Readiness Team took action on more than one hundred thousand incident reports by releasing more than five thousand actionable cyber security alerts and information products. 22 The interdependence of modern infrastructures and digital based systems makes any cyber attacks on the U.S. electric grid potentially significant. The December 2008 report by the Commission on Cyber Security for the forty fourth Presidency states the challenge plainly: “America’s failure to protect cyberspace is one of the most urgent national security problems facing the new administration”. 23 The susceptibility of the grid to being compromised has resulted in a significant amount of resources being allocated to ensuring the systems security. Although a substantial amount of resources are dedicated to protecting the nation’s infrastructure, it may not be enough to ensure the continuous flow of electricity to our critical military facilities. SMRs as they are currently envisioned may be able to provide a secure and independent alternative source of electricity in the event that the public grid is compromised. SMRs may also provide additional DoD benefit by supporting the recent government initiatives related to energy consumption and by circumventing the adverse ramifications associated with building coal or natural gas fired power plants on the environment.
Grid attacks take out C and C---causes retaliation and nuclear war
Tilford 12 Robert, Graduate US Army Airborne School, Ft. Benning, Georgia, “Cyber attackers could shut down the electric grid for the entire east coast” 2012, http://www.examiner.com/article/cyber-attackers-could-easily-shut-down-the-electric-grid-for-the-entire-east-coa
To make matters worse a cyber attack that can take out a civilian power grid, for example could also cripple the U.S. military.¶ The senator notes that is that the same power grids that supply cities and towns, stores and gas stations, cell towers and heart monitors also power “every military base in our country.”¶ “Although bases would be prepared to weather a short power outage with backup diesel generators, within hours, not days, fuel supplies would run out”, he said.¶ Which means military command and control centers could go dark.¶ Radar systems that detect air threats to our country would shut Down completely.¶ “Communication between commanders and their troops would also go silent. And many weapons systems would be left without either fuel or electric power”, said Senator Grassley.¶ “So in a few short hours or days, the mightiest military in the world would be left scrambling to maintain base functions”, he said.¶ We contacted the Pentagon and officials confirmed the threat of a cyber attack is something very real.¶ Top national security officials—including the Chairman of the Joint Chiefs, the Director of the National Security Agency, the Secretary of Defense, and the CIA Director— have said, “preventing a cyber attack and improving the nation’s electric grids is among the most urgent priorities of our country” (source: Congressional Record).¶ So how serious is the Pentagon taking all this?¶ Enough to start, or end a war over it, for sure (see video: Pentagon declares war on cyber attacks http://www.youtube.com/watch?v=_kVQrp_D0kY&feature=relmfu ).¶ A cyber attack today against the US could very well be seen as an “Act of War” and could be met with a “full scale” US military response.¶ That could include the use of “nuclear weapons”, if authorized by the President.
Plan solves grid collapse---SMRs make bases resilient and deters attack
Andres and Breetz 11 Richard B, Professor of National Security Strategy at the National War College and a Senior Fellow and Energy and Environmental Security and Policy Chair in the Center for Strategic Research, Institute for National Strategic Studies, at the National Defense University and Hanna L, doctoral candidate in the Department of Political Science at The Massachusetts Institute of Technology, February, "Small Nuclear Reactors for Military Installations: Capabilities, Costs, and Technological Implications",  www.ndu.edu/press/lib/pdf/StrForum/SF-262.pdf
Small Reactors and Energy Security¶ The DOD interest in small reactors derives largely from problems with base and logistics vulnerability. Over the last few years, the Services have begun to reexamine virtually every aspect of how they generate and use energy with an eye toward cutting costs, decreasing carbon emissions, and reducing energy-related vulnerabilities. These actions have resulted in programs that have significantly reduced DOD energy consumption and greenhouse gas emissions at domestic bases. Despite strong efforts, however, two critical security issues have thus far proven resistant to existing solutions: bases’ vulnerability to civilian power outages, and the need to transport large quantities of fuel via convoys through hostile territory to forward locations. Each of these is explored below.¶ Grid Vulnerability. DOD is unable to provide its bases with electricity when the civilian electrical grid is offline for an extended period of time. Currently, domestic military installations receive 99 percent of their electricity from the civilian power grid. As explained in a recent study from the Defense Science Board:¶ DOD’s key problem with electricity is that critical missions, such as national strategic awareness and national command authorities, are almost entirely dependent on the national transmission grid . . . [which] is fragile, vulnerable, near its capacity limit, and outside of DOD control. In most cases, neither the grid nor on-base backup power provides sufficient reliability to ensure continuity of critical national priority functions and oversight of strategic missions in the face of a long term (several months) outage.7¶ The grid’s fragility was demonstrated during the 2003 Northeast blackout in which 50 million people in the United States and Canada lost power, some for up to a week, when one Ohio utility failed to properly trim trees. The blackout created cascading disruptions in sewage systems, gas station pumping, cellular communications, border check systems, and so forth, and demonstrated the interdependence of modern infrastructural systems.8¶ More recently, awareness has been growing that the grid is also vulnerable to purposive attacks. A report sponsored by the Department of Homeland Security suggests that a coordinated cyberattack on the grid could result in a third of the country losing power for a period of weeks or months.9 Cyberattacks on critical infrastructure are not well understood. It is not clear, for instance, whether existing terrorist groups might be able to develop the capability to conduct this type of attack. It is likely, however, that some nation-states either have or are working on developing the ability to take down the U.S. grid. In the event of a war with one of these states, it is possible, if not likely, that parts of the civilian grid would cease to function, taking with them military bases located in affected regions.¶ Government and private organizations are currently working to secure the grid against attacks; however, it is not clear that they will be successful. Most military bases currently have backup power that allows them to function for a period of hours or, at most, a few days on their own. If power were not restored after this amount of time, the results could be disastrous. First, military assets taken offline by the crisis would not be available to help with disaster relief. Second, during an extended blackout, global military operations could be seriously compromised; this disruption would be particularly serious if the blackout was induced during major combat operations. During the Cold War, this type of event was far less likely because the United States and Soviet Union shared the common understanding that blinding an opponent with a grid blackout could escalate to nuclear war. America’s current opponents, however, may not share this fear or be deterred by this possibility.¶ In 2008, the Defense Science Board stressed that DOD should mitigate the electrical grid’s vulnerabilities by turning military installations into “islands” of energy self-sufficiency.10 The department has made efforts to do so by promoting efficiency programs that lower power consumption on bases and by constructing renewable power generation facilities on selected bases. Unfortunately, these programs will not come close to reaching the goal of islanding the vast majority of bases. Even with massive investment in efficiency and renewables, most bases would not be able to function for more than a few days after the civilian grid went offline.¶ Unlike other alternative sources of energy, small reactors have the potential to solve DOD’s vulnerability to grid outages. Most bases have relatively light power demands when compared to civilian towns or cities. Small reactors could easily support bases’ power demands separate from the civilian grid during crises. In some cases, the reactors could be designed to produce enough power not only to supply the base, but also to provide critical services in surrounding towns during long-term outages.¶ Strategically, islanding bases with small reactors has another benefit. One of the main reasons an enemy might be willing to risk reprisals by taking down the U.S. grid during a period of military hostilities would be to affect ongoing military operations. Without the lifeline of intelligence, communication, and logistics provided by U.S. domestic bases, American military operations would be compromised in almost any conceivable contingency. Making bases more resilient to civilian power outages would reduce the incentive for an opponent to attack the grid. An opponent might still attempt to take down the grid for the sake of disrupting civilian systems, but the powerful incentive to do so in order to win an ongoing battle or war would be greatly reduced.
Grid failure wrecks US critical mission operations
Stockton 11 Paul, assistant secretary of defense for Homeland Defense and Americas’ Security Affairs, “Ten Years After 9/11: Challenges for the Decade to Come”, http://www.hsaj.org/?fullarticle=7.2.11
The cyber threat to the DIB is only part of a much larger challenge to DoD. Potential adversaries are seeking asymmetric means to cripple our force projection, warfighting, and sustainment capabilities, by targeting the critical civilian and defense supporting assets (within the United States and abroad) on which our forces depend. This challenge is not limited to man-made threats; DoD must also execute its mission-essential functions in the face of disruptions caused by naturally occurring hazards.20 Threats and hazards to DoD mission execution include incidents such as earthquakes, naturally occurring pandemics, solar weather events, and industrial accidents, as well as kinetic or virtual attacks by state or non-state actors. Threats can also emanate from insiders with ties to foreign counterintelligence organizations, homegrown terrorists, or individuals with a malicious agenda. From a DoD perspective, this global convergence of unprecedented threats and hazards, and vulnerabilities and consequences, is a particularly problematic reality of the post-Cold War world. Successfully deploying and sustaining our military forces are increasingly a function of interdependent supply chains and privately owned infrastructure within the United States and abroad, including transportation networks, cyber systems, commercial corridors, communications pathways, and energy grids. This infrastructure largely falls outside DoD direct control. Adversary actions to destroy, disrupt, or manipulate this highly vulnerable homeland- and foreign-based infrastructure may be relatively easy to achieve and extremely tough to counter. Attacking such “soft,” diffuse infrastructure systems could significantly affect our military forces globally – potentially blinding them, neutering their command and control, degrading their mobility, and isolating them from their principal sources of logistics support. The Defense Critical Infrastructure Program (DCIP) under Mission Assurance seeks to improve execution of DoD assigned missions to make them more resilient. This is accomplished through the assessment of the supporting commercial infrastructure relied upon by key nodes during execution. By building resilience into the system and ensuring this support is well maintained, DoD aims to ensure it can "take a punch as well as deliver one."21 It also provides the department the means to prioritize investments across all DoD components and assigned missions to the most critical issues faced by the department through the use of risk decision packages (RDP).22 The commercial power supply on which DoD depends exemplifies both the novel challenges we face and the great progress we are making with other federal agencies and the private sector. Today’s commercial electric power grid has a great deal of resilience against the sort of disruptive events that have traditionally been factored into the grid’s design. Yet, the grid will increasingly confront threats beyond that traditional design basis. This complex risk environment includes: disruptive or deliberate attacks, either physical or cyber in nature; severe natural hazards such as geomagnetic storms and natural disasters with cascading regional and national impacts (as in NLE 11); long supply chain lead times for key replacement electric power equipment; transition to automated control systems and other smart grid technologies without robust security; and more frequent interruptions in fuel supplies to electricity-generating plants. These risks are magnified by globalization, urbanization, and the highly interconnected nature of people, economies, information, and infrastructure systems. The department is highly dependent on commercial power grids and energy sources. As the largest consumer of energy in the United States, DoD is dependent on commercial electricity sources outside its ownership and control for secure, uninterrupted power to support critical missions. In fact, approximately 99 percent of the electricity consumed by DoD facilities originates offsite, while approximately 85 percent of critical electricity infrastructure itself is commercially owned. This situation only underscores the importance of our partnership with DHS and its work to protect the nation’s critical infrastructure – a mission that serves not only the national defense but also the larger national purpose of sustaining our economic health and competitiveness. DoD has traditionally assumed that the commercial grid will be subject only to infrequent, weather-related, and short-term disruptions, and that available backup power is sufficient to meet critical mission needs. As noted in the February 2008 Report of the Defense Science Board Task Force on DoD Energy Strategy, “In most cases, neither the grid nor on-base backup power provides sufficient reliability to ensure continuity of critical national priority functions and oversight of strategic missions in the face of a long term (several months) outage.”23 Similarly, a 2009 GAO Report on Actions Needed to Improve the Identification and Management of Electrical Power Risks and Vulnerabilities to DoD Critical Assets stated that DoD mission-critical assets rely primarily on commercial electric power and are vulnerable to disruptions in electric power supplies.24 Moreover, these vulnerabilities may cascade into other critical infrastructure that uses the grid – communications, water, transportation, and pipelines – that, in turn, is needed for the normal operation of the grid, as well as its quick recovery in emergency situations. To remedy this situation, the Defense Science Board (DSB) Task Force recommended that DoD take a broad-based approach, including a focused analysis of critical functions and supporting assets, a more realistic assessment of electricity outage cause and duration, and an integrated approach to risk management that includes greater efficiency, renewable resources, distributed generation, and increased reliability. DoD Mission Assurance is designed to carry forward the DSB recommendations. Yet, for a variety of reasons – technical, financial, regulatory, and legal – DoD has limited ability to manage electrical power demand and supply on its installations. As noted above, DHS is the lead agency for critical infrastructure protection by law and pursuant to Homeland Security Presidential Directive 7. The Department of Energy (DOE) is the lead agency on energy matters. And within DoD, energy and energy security roles and responsibilities are distributed and shared, with different entities managing security against physical, nuclear, and cyber threats; cost and regulatory compliance; and the response to natural disasters. And of course, production and delivery of electric power to most DoD installations are controlled by commercial entities that are regulated by state and local utility commissions. The resulting paradox: DoD is dependent on a commercial power system over which it does not – and never will – exercise control.
Loss of mission effectiveness causes nuclear war in every hotspot
Kagan and O’Hanlon 7 Frederick, resident scholar at AEI and Michael, senior fellow in foreign policy at Brookings, “The Case for Larger Ground Forces”, April 2007, http://www.aei.org/files/2007/04/24/20070424_Kagan20070424.pdf
We live at a time when wars not only rage in nearly every region but threaten to erupt in many places where the current relative calm is tenuous. To view this as a strategic military challenge for the United States is not to espouse a specific theory of America’s role in the world or a certain political philosophy. Such an assessment flows directly from the basic bipartisan view of American foreign policy makers since World War II that overseas threats must be countered before they can directly threaten this country’s shores, that the basic stability of the international system is essential to American peace and prosperity, and that no country besides the United States is in a position to lead the way in countering major challenges to the global order. Let us highlight the threats and their consequences with a few concrete examples, emphasizing those that involve key strategic regions of the world such as the Persian Gulf and East Asia, or key potential threats to American security, such as the spread of nuclear weapons and the strengthening of the global Al Qaeda/jihadist movement. The Iranian government has rejected a series of international demands to halt its efforts at enriching uranium and submit to international inspections. What will happen if the US—or Israeli—government becomes convinced that Tehran is on the verge of fielding a nuclear weapon? North Korea, of course, has already done so, and the ripple effects are beginning to spread. Japan’s recent election to supreme power of a leader who has promised to rewrite that country’s constitution to support increased armed forces—and, possibly, even nuclear weapons— may well alter the delicate balance of fear in Northeast Asia fundamentally and rapidly. Also, in the background, at least for now, Sino Taiwanese tensions continue to flare, as do tensions between India and Pakistan, Pakistan and Afghanistan, Venezuela and the United States, and so on. Meanwhile, the world’s nonintervention in Darfur troubles consciences from Europe to America’s Bible Belt to its bastions of liberalism, yet with no serious international forces on offer, the bloodletting will probably, tragically, continue unabated. And as bad as things are in Iraq today, they could get worse. What would happen if the key Shiite figure, Ali al Sistani, were to die? If another major attack on the scale of the Golden Mosque bombing hit either side (or, perhaps, both sides at the same time)? Such deterioration might convince many Americans that the war there truly was lost—but the costs of reaching such a conclusion would be enormous. Afghanistan is somewhat more stable for the moment, although a major Taliban offensive appears to be in the offing. Sound US grand strategy must proceed from the recognition that, over the next few years and decades, the world is going to be a very unsettled and quite dangerous place, with Al Qaeda and its associated groups as a subset of a much larger set of worries. The only serious response to this international environment is to develop armed forces capable of protecting America’s vital interests throughout this dangerous time. Doing so requires a military capable of a wide range of missions—including not only deterrence of great power conflict in dealing with potential hotspots in Korea, the Taiwan Strait, and the Persian Gulf but also associated with a variety of Special Forces activities and stabilization operations. For today’s US military, which already excels at high technology and is increasingly focused on re-learning the lost art of counterinsurgency, this is first and foremost a question of finding the resources to field a large-enough standing Army and Marine Corps to handle personnel intensive missions such as the ones now under way in Iraq and Afghanistan. Let us hope there will be no such large-scale missions for a while. But preparing for the possibility, while doing whatever we can at this late hour to relieve the pressure on our soldiers and Marines in ongoing operations, is prudent. At worst, the only potential downside to a major program to strengthen the military is the possibility of spending a bit too much money. Recent history shows no link between having a larger military and its overuse; indeed, Ronald Reagan’s time in office was characterized by higher defense budgets and yet much less use of the military, an outcome for which we can hope in the coming years, but hardly guarantee. While the authors disagree between ourselves about proper increases in the size and cost of the military (with O’Hanlon preferring to hold defense to roughly 4 percent of GDP and seeing ground forces increase by a total of perhaps 100,000, and Kagan willing to devote at least 5 percent of GDP to defense as in the Reagan years and increase the Army by at least 250,000), we agree on the need to start expanding ground force capabilities by at least 25,000 a year immediately. Such a measure is not only prudent, it is also badly overdue.
Hegemony prevents extinction
Barnett 11 (Thomas P.M., Former Senior Strategic Researcher and Professor in the Warfare Analysis & Research Department, Center for Naval Warfare Studies, U.S. Naval War College American military geostrategist and Chief Analyst at Wikistrat., worked as the Assistant for Strategic Futures in the Office of Force Transformation in the Department of Defense, “The New Rules: Leadership Fatigue Puts U.S., and Globalization, at Crossroads,” March 7 http://www.worldpoliticsreview.com/articles/8099/the-new-rules-leadership-fatigue-puts-u-s-and-globalization-at-crossroads)
Events in Libya are a further reminder for Americans that we stand at a crossroads in our continuing evolution as the world's sole full-service superpower. Unfortunately, we are increasingly seeking change without cost, and shirking from risk because we are tired of the responsibility. We don't know who we are anymore, and our president is a big part of that problem. Instead of leading us, he explains to us. Barack Obama would have us believe that he is practicing strategic patience. But many experts and ordinary citizens alike have concluded that he is actually beset by strategic incoherence -- in effect, a man overmatched by the job.  It is worth first examining the larger picture: We live in a time of arguably the greatest structural change in the global order yet endured, with this historical moment's most amazing feature being its relative and absolute lack of mass violence. That is something to consider when Americans contemplate military intervention in Libya, because if we do take the step to prevent larger-scale killing by engaging in some killing of our own, we will not be adding to some fantastically imagined global death count stemming from the ongoing "megalomania" and "evil" of American "empire." We'll be engaging in the same sort of system-administering activity that has marked our stunningly successful stewardship of global order since World War II.  Let me be more blunt: As the guardian of globalization, the U.S. military has been the greatest force for peace the world has ever known. Had America been removed from the global dynamics that governed the 20th century, the mass murder never would have ended. Indeed, it's entirely conceivable there would now be no identifiable human civilization left, once nuclear weapons entered the killing equation.  But the world did not keep sliding down that path of perpetual war. Instead, America stepped up and changed everything by ushering in our now-perpetual great-power peace. We introduced the international liberal trade order known as globalization and played loyal Leviathan over its spread. What resulted was the collapse of empires, an explosion of democracy, the persistent spread of human rights, the liberation of women, the doubling of life expectancy, a roughly 10-fold increase in adjusted global GDP and a profound and persistent reduction in battle deaths from state-based conflicts. That is what American "hubris" actually delivered. Please remember that the next time some TV pundit sells you the image of "unbridled" American military power as the cause of global disorder instead of its cure.  With self-deprecation bordering on self-loathing, we now imagine a post-American world that is anything but. Just watch who scatters and who steps up as the Facebook revolutions erupt across the Arab world. While we might imagine ourselves the status quo power, we remain the world's most vigorously revisionist force. As for the sheer "evil" that is our military-industrial complex, again, let's examine what the world looked like before that establishment reared its ugly head. The last great period of global structural change was the first half of the 20th century, a period that saw a death toll of about 100 million across two world wars. That comes to an average of 2 million deaths a year in a world of approximately 2 billion souls. Today, with far more comprehensive worldwide reporting, researchers report an average of less than 100,000 battle deaths annually in a world fast approaching 7 billion people. Though admittedly crude, these calculations suggest a 90 percent absolute drop and a 99 percent relative drop in deaths due to war.  We are clearly headed for a world order characterized by multipolarity, something the American-birthed system was designed to both encourage and accommodate. But given how things turned out the last time we collectively faced such a fluid structure, we would do well to keep U.S. power, in all of its forms, deeply embedded in the geometry to come. To continue the historical survey, after salvaging Western Europe from its half-century of civil war, the U.S. emerged as the progenitor of a new, far more just form of globalization -- one based on actual free trade rather than colonialism. America then successfully replicated globalization further in East Asia over the second half of the 20th century, setting the stage for the Pacific Century now unfolding. 
Defense doesn’t apply---Stuxnet changed the game
Gross 11 Michael Joseph, Vanity Fair contributing editor, he covers topics including politics, technology, and national security, has also written extensively for The New York Times, The Boston Globe, and GQ, attended Williams College, and later studied at Princeton Theological Seminary. After graduating, he wrote speeches for Massachusetts Governor William Weld, “A Declaration of Cyber-War”, April, http://www.vanityfair.com/culture/features/2011/04/stuxnet-201104?currentPage=all
Regardless of how well it worked, there is no question that Stuxnet is something new under the sun. At the very least, it is a blueprint for a new way of attacking industrial-control systems. In the end, the most important thing now publicly known about Stuxnet is that Stuxnet is now publicly known. That knowledge is, on the simplest level, a warning: America’s own critical infrastructure is a sitting target for attacks like this. That aside, if Stuxnet really did attack Iran’s nuclear program, it could be called the first unattributable act of war. The implications of that concept are confounding. Because cyber-weapons pose an almost unsolvable problem of sourcing—who pulled the trigger?—war could evolve into something more and more like terror. Cyber-conflict makes military action more like a never-ending game of uncle, where the fingers of weaker nations are perpetually bent back. The wars would often be secret, waged by members of anonymous, elite brain trusts, none of whom would ever have to look an enemy in the eye. For people whose lives are connected to the targets, the results could be as catastrophic as a bombing raid, but would be even more disorienting. People would suffer, but would never be certain whom to blame.¶ Stuxnet is the Hiroshima of cyber-war. That is its true significance, and all the speculation about its target and its source should not blind us to that larger reality. We have crossed a threshold, and there is no turning back.
SMR islanding solves attack
Galloway 10 Brigadier General Gerald E, Former Dean of the Academic Board, US Military Academy and Dean of the Faculty and Academic Programs, Industrial College of the Armed Forces, "On the Need for Creative Energy Solutions", Summer, www.cna.org/sites/default/files/research/WEB%2007%2027%2010%20MAB%20Powering%20America%27s%20Economy.pdf
Based on the progress made in technology, and on the findings of a study he chaired for the National Academies, General Galloway believes it may be time for the Army to revisit the initiative and consider paradigm shifting technologies like small, modular nuclear reactors. “In 1999, our report on logistics for the future Army recommended looking once again into small nuclear plants. It found that now there are additional benefits, like producing hydrogen for fuel cells. Today, small nuclear reactors are being marketed in the U.S. It’s probably time to think more about this,” General Galloway says. “No one’s envisioned bringing them out in combat zones, but they could provide energy in theater at large staging areas.”¶ General Galloway sees a special role for DOD in demonstrating these reactors in the United States. “The challenge at many military facilities is that they’re tied to the grid. We’ve seen the grid go down. At the same time, energy demands are rising. Putting a small reactor on a military installation not only provides a reliable and sustainable power source and a test bed to define its long term utility, but also places the plant in a secure location. Within the United States, it’s hard to find a more physically secure place than a military installation,” says General Galloway. “If the tests go well on bases in the United States, these small reactors could be used to support overseas military operations or disaster recovery activities.”
Scenario 2---Drones
Grid shutdown makes drones ineffective
Robyn 10 Dr. Dorothy, Deputy Under Secretary of Defense for Installations and Environment, 1/27/10, Statement before the Senate Homeland Security and Governmental Affairs Committee, Subcommittee on Federal Financial Management, Government Information, Federal Services and International Security, http://www.acq.osd.mil/ie/download/robyn_testimony_27jan10.pdf
A final challenge is grid vulnerability.  DoD’s reliance on a fragile commercial grid to deliver electricity to its 500-plus installations places the continuity of critical missions at risk. Most installations lack the ability to manage their demand for and supply of electrical power and are thus vulnerable to intermittent and/or prolonged power disruption due to natural disasters, cyberattacks and sheer overload of the grid.  Because of U.S. combat forces’ increasing reliance on “reachback” support from installations in the United States, power failures at those installations could adversely affect our power projection and homeland defense mission capability.  For example, we operate Predator drones in Afghanistan from a facility in Nevada and analyze battlefield intelligence at data centers here at home.  This means that an energy threat to bases at home can be a threat to operations abroad.  
Drones defeat terrorists
Nadim 12 Hussain, visiting scholar at the Woodrow Wilson Center, "How Drones Changed the Game in Pakistan", August 8, nationalinterest.org/how-drones-changed-the-game-pakistan-7290
Regardless of what the news agencies in Pakistan claim about the negative effects of drone strikes, the weapon is proving to be a game changer for the U.S. war on terrorism. And surprisingly, the Pakistani Army quietly admits to this fact. Just the way Stinger missiles shifted the balance of power in favor of the United States in the 1980s, drones are producing the same results.¶ The critics of unmanned strikes, who claim that drones are contributing to growing radicalization in Pakistan, haven’t looked around enough—or they would realize that much of the radicalization already was established by the Taliban in the 1990s. The real tragedy is that it is acceptable for the Taliban to radicalize and kill, but it is considered a breach of sovereignty for the United States, in pursuit of those radicalizing Pakistan’s people, to do the same.¶ There is so much protest over the drones because the media reports about them are biased. Although people on ground in war zones contend that the drone strikes have very few civilian casualties and, with time, have become extremely precise, the media presents quite a different story to boost its ratings.¶ Many in Pakistan, especially in the army, understand the positive impact of this weapon. Drones are coming in handy for two reasons: their precision and psychological effect. Many analysts of this subject have been concerned only with the military aspect, such as whether or not drones are precise enough and the casualties they incur. But part of what works in favor of the United States is the psychological impact—the fear that drones have instilled in the militants. The fact that the United States might strike day or night, inside the militant compound or outside while traveling in the convoys, works to deter militants and restrict their operations. This tilts the balance of power in favor of the United States.¶ Most of the people in the Pakistani Army whom I interviewed on the subject were positive about the drone strikes and their direct correlation with a decrease in terrorist attacks in Pakistan. The majority focused on the psychological impact of the drones and how they have put militants on the run, forcing them to sleep under trees at night, though it must be said that army officials showed some concern about cases in which the same psychological impact is experienced by civilians.¶ Locals I talked to are frustrated over the fear that they might get hit by a drone if the militants are hiding in their neighborhood. But this frustration may have a positive impact as it motivates civilians to flush out and close doors to militants who seek refuge in their areas.¶ Surprisingly, there isn’t as much anti-Americanism as one would suspect in areas where the United States is conducting drone strikes, largely because the locals are fed up with the influx of militants in their areas and have suffered because of terrorism. However, urban centers, which have suffered the least from terrorism, are far more radicalized and anti-American. Hence, we see large anti-drone rallies in the cities of Punjab, where people have little first-hand experience with drones. The anti-American lot in these places will start a rally for any reason at all as long as they get to burn a few American flags.
Terrorism causes extinction
Hellman 8 [Martin E. Hellman, emeritus prof of engineering @ Stanford, “Risk Analysis of Nuclear Deterrence” SPRING 2008 THE BENT OF TAU BETA PI, http://www.nuclearrisk.org/paper.pdf]
The threat of nuclear terrorism looms much larger in the public’s mind than the threat of a full-scale nuclear war, yet this article focuses primarily on the latter. An explanation is therefore in order before proceeding. A terrorist attack involving a nuclear weapon would be a catastrophe of immense proportions: “A 10-kiloton bomb detonated at Grand Central Station on a typical work day would likely kill some half a million people, and inflict over a trillion dollars in direct economic damage. America and its way of life would be changed forever.” [Bunn 2003, pages viii-ix].   The likelihood of such an attack is also significant. Former Secretary of Defense William Perry has estimated the chance of a nuclear terrorist incident within the next decade to be roughly 50 percent [Bunn 2007, page 15].   David Albright, a former weapons inspector in Iraq, estimates those odds at less than one percent, but notes,   “We would never accept a situation where the chance of a major nuclear accident like Chernobyl would be anywhere near 1% .... A nuclear terrorism attack is a low-probability event, but we can’t live in a world where it’s anything but extremely low-probability.” [Hegland 2005]. In a survey of 85 national security experts, Senator Richard Lugar found a median estimate of 20 percent for the “probability of an attack involving a nuclear explosion occurring somewhere in the world in the next 10 years,” with 79 percent of the respondents believing “it more likely to be carried out by terrorists” than by a government [Lugar 2005, pp. 14-15].   I support increased efforts to reduce the threat of nuclear  terrorism, but that is not inconsistent with the approach of  this article. Because terrorism is one of the potential trigger mechanisms for a full-scale nuclear war, the risk analyses  proposed herein will include estimating the risk of nuclear  terrorism as one component of the overall risk. If that risk,  the overall risk, or both are found to be unacceptable, then  the proposed remedies would be directed to reduce which-  ever risk(s) warrant attention. Similar remarks apply to a  number of other threats (e.g., nuclear war between the U.S.  and China over Taiwan).   his article would be incomplete if it only dealt with the  threat of nuclear terrorism and neglected the threat of full-  scale nuclear war. If both risks are unacceptable, an effort to  reduce only the terrorist component would leave humanity  in great peril. In fact, society’s almost total neglect of the  threat of full-scale nuclear war makes studying that risk all  the more important.   The cosT of World War iii   The danger associated with nuclear deterrence depends on  both the cost of a failure and the failure rate.3 This section  explores the cost of a failure of nuclear deterrence, and  the next section is concerned with the failure rate. While  other definitions are possible, this article defines a failure  of deterrence to mean a full-scale exchange of all nuclear  weapons available to the U.S. and Russia, an event that  will be termed World War III.   Approximately 20 million people died as a result of the  first World War. World War II’s fatalities were double or  triple that number—chaos prevented a more precise deter-  mination. In both cases humanity recovered, and the world  today bears few scars that attest to the horror of those two  wars. Many people therefore implicitly believe that a third  World War would be horrible but survivable, an extrapola-  tion of the effects of the first two global wars. In that view,  World War III, while horrible, is something that humanity  may just have to face and from which it will then have to  recover. In contrast, some of those most qualified to assess  the situation hold a very different view.  In a 1961 speech to a joint session of the Philippine Con-  gress, General Douglas MacArthur, stated, “Global war has  become a Frankenstein to destroy both sides. … If   you lose,  you are annihilated. If you win, you stand only to lose. No longer does it possess even the chance of the winner of a  duel. It contains now only the germs of double suicide.”  Former Secretary of Defense Robert McNamara ex-  pressed a similar view: “If deterrence fails and conflict  develops, the present U.S. and NATO strategy carries with  it a high risk that Western civilization will be destroyed”  [McNamara 1986, page 6]. More recently, George Shultz,  William Perry, Henry Kissinger, and Sam Nunn4 echoed  those concerns when they quoted President Reagan’s belief  that nuclear weapons were “totally irrational, totally inhu-  mane, good for nothing but killing, possibly destructive of  life on earth and civilization.” [Shultz 2007]   Official studies, while couched in less emotional terms,  still convey the horrendous toll that World War III would  exact: “The resulting deaths would be far beyond any  precedent. Executive branch calculations show a range of  U.S. deaths from 35 to 77 percent (i.e., 79-160 million dead)  … a change in targeting could kill somewhere between  20 million and 30 million additional people on each side   .... These calculations reflect only deaths during the first  30 days. Additional millions would be injured, and many  would eventually die from lack of adequate medical care …  millions of people might starve or freeze during the follow-  ing winter, but it is not possible to estimate how many. …  further millions … might eventually die of latent radiation  effects.” [OTA 1979, page 8]   This OTA report also noted the possibility of serious  ecological damage [OTA 1979, page 9], a concern that as-  sumed a new potentiality when the TTAPS report [TTAPS  1983] proposed that the ash and dust from so many nearly  simultaneous nuclear explosions and their resultant fire-  storms could usher in a nuclear winter that might erase  homo sapiens from the face of the earth, much as many  scientists now believe the K-T Extinction that wiped out  the dinosaurs resulted from an impact winter caused by ash  and dust from a large asteroid or comet striking Earth. The  TTAPS report produced a heated debate, and there is still  no scientific consensus on whether a nuclear winter would  follow a full-scale nuclear war. Recent work [Robock 2007,  Toon 2007] suggests that even a limited nuclear exchange  or one between newer nuclear-weapon states, such as India  and Pakistan, could have devastating long-lasting climatic  consequences due to the large volumes of smoke that would  be generated by fires in modern megacities.   While it is uncertain how destructive World War III  would be, prudence dictates that we apply the same engi-  neering conservatism that saved the Golden Gate Bridge  from collapsing on its 50th anniversary and assume that  preventing World War III is a necessity—not an option. 
Drones key to interdictions in the Caribbean---solves the drug trade
Purdy 8 Ellen, director, Joint Ground Robotics Enterprise, within the Office of the Deputy Under Secretary of Defense for Acquisition and Technology, and is responsible for oversight and funding of ground robotics technology development, “The Increasing Role of Robots in National Security” May-June 2008, Defense AT&L, page 27
In U.S. Southern Command’s area of responsibility in Central and South America and the Caribbean, one of the most significant threats to national security is the drug trade and narco-terrorism. Drug revenues finance and equip terrorists and insurgents, so if the movement of drugs can be interdicted, then funding for insurgents dries up. A significant challenge for SOUTHCOM is the immense variety of mountainous and jungle terrain that is difficult to see and maneuver through, for which reasons, it is a haven for drug traffickers and insurgents. Since so much of the drug trade operates in jungle conditions, and transport is largely conducted by river, SOUTHCOM is exploring whether different robotic systems could operate together to conduct reconnaissance and interdiction missions.¶ Reduced Risk of Casualty¶ Unmanned aerial vehicles equipped with foliage-penetrating radar could potentially scout areas of interest. If suspicious activity is detected, the aerial vehicle would then send global positioning system coordinates to unmanned vehicles on the ground or on a river, enabling the vehicles to conduct reconnaissance closer to the area of interest. Vast areas could be covered by the unmanned systems, and personnel would be sent in only after confirmation that interdiction is warranted. This is an idea that capitalizes on the advantages of robotics. Robots can operate for long periods without becoming fatigued and losing their sharp perception—they don’t get tired or hungry—and they keep personnel from being detected and harmed by insurgents.
That’s key to prevent Latin American instability, bioterror, and LNG attacks 
Flynn and Bryan 1 Stephen, Senior Fellow @ CFR and Commander in US Coast Guard, and Anthony, Dir. North-South Center’s Caribbean Program, “Terrorism, Porous Borders, and Homeland Security: The Case for U.S.-Caribbean Cooperation”, October 21
Terrorist acts can take place anywhere. The Caribbean is no exception. Already the linkages between drug trafficking and terrorism are clear in countries like Colombia and Peru, and such connections have similar potential in the Caribbean. The security of major industrial complexes in some Caribbean countries is vital. Petroleum refineries and major industrial estates in Trinidad, which host more than 100 companies that produce the majority of the world’s methanol, ammonium sulphate, and 40 percent of U.S. imports of liquefied natural gas (LNG), are vulnerable targets. Unfortunately, as experience has shown in Africa, the Middle East, and Latin America, terrorists are likely to strike at U.S. and European interests in Caribbean countries.¶ Security issues become even more critical when one considers the possible use of Caribbean countries by terrorists as bases from which to attack the United States. An airliner hijacked after departure from an airport in the northern Caribbean or the Bahamas can be flying over South Florida in less than an hour. Terrorists can sabotage or seize control of a cruise ship after the vessel leaves a Caribbean port. Moreover, terrorists with false passports and visas issued in the Caribbean may be able to move easily through passport controls in Canada or the United States. (To help counter this possibility, some countries have suspended "economic citizenship" programs to ensure that known terrorists have not been inadvertently granted such citizenship.) Again, Caribbean countries are as vulnerable as anywhere else to the clandestine manufacture and deployment of biological weapons within national borders.
Bioterror causes extinction
Ochs 2 | Past president of the Aberdeen Proving Ground Superfund Citizens Coalition, Member of the Depleted Uranium Task force of the Military Toxics Project, and M of the Chemical Weapons Working Group [Richard Ochs, , June 9, 2002, “Biological Weapons Must Be Abolished Immediately,” http://www.freefromterror.net/other_articles/abolish.html]
Of all the weapons of mass destruction, the genetically engineered biological weapons, many without a known cure or vaccine, are an extreme danger to the continued survival of life on earth. Any perceived military value or deterrence pales in comparison to the great risk these weapons pose just sitting in vials in laboratories. While a “nuclear winter,” resulting from a massive exchange of nuclear weapons, could also kill off most of life on earth and severely compromise the health of future generations, they are easier to control. Biological weapons, on the other hand, can get out of control very easily, as the recent anthrax attacks has demonstrated. There is no way to guarantee the security of these doomsday weapons because very tiny amounts can be stolen or accidentally released and then grow or be grown to horrendous proportions. The Black Death of the Middle Ages would be small in comparison to the potential damage bioweapons could cause. Abolition of chemical weapons is less of a priority because, while they can also kill millions of people outright, their persistence in the environment would be less than nuclear or biological agents or more localized. Hence, chemical weapons would have a lesser effect on future generations of innocent people and the natural environment. Like the Holocaust, once a localized chemical extermination is over, it is over. With nuclear and biological weapons, the killing will probably never end. Radioactive elements last tens of thousands of years and will keep causing cancers virtually forever. Potentially worse than that, bio-engineered agents by the hundreds with no known cure could wreck even greater calamity on the human race than could persistent radiation. AIDS and ebola viruses are just a small example of recently emerging plagues with no known cure or vaccine. Can we imagine hundreds of such plagues? HUMAN EXTINCTION IS NOW POSSIBLE. Ironically, the Bush administration has just changed the U.S. nuclear doctrine to allow nuclear retaliation against threats upon allies by conventional weapons. The past doctrine allowed such use only as a last resort when our nation’s survival was at stake. Will the new policy also allow easier use of US bioweapons? How slippery is this slope?
Latin American instability causes nuke war
Rochlin 94 James Francis, Professor of Political Science at Okanagan University College, “Discovering the Americas: the evolution of Canadian foreign policy towards Latin America,” p. 130-131.
While there were economic motivations for Canadian policy in Central America, security considerations were perhaps more important. Canada possessed an interest in promoting stability in the face of a potential decline of U.S. hegemony in the Americas. Perceptions of declining U.S. influence in the region – which had some credibility in 1979-1984 due to the wildly inequitable divisions of wealth in some U.S. client states in Latin America, in addition to political repression, under-development, mounting external debt, anti-American sentiment produced by decades of subjugation to U.S. strategic and economic interests, and so on – were linked to the prospect of explosive events occurring in the hemisphere. Hence, the Central American imbroglio was viewed as a fuse which could ignite a cataclysmic process throughout the region. Analysts at the time worried that in a worst case scenario, instability created by a regional war, beginning in Central America and spreading elsewhere in Latin America, might preoccupy Washington to the extent that the United States would be unable to perform adequately its important hegemonic role in the international arena – a concern expressed by the director of research for Canada’s Standing Committee Report on Central America. It was feared that such a predicament could generate increased global instability and perhaps even a hegemonic war. This is one of the motivations which led Canada to become involved in efforts at regional conflict resolution, such as Contadora, as will be discussed in the next chapter. 
1AC – Water Advantage
CONTENTION 2: WATER
Water shortages coming --- causes instability 
AFP 9/10, “World water crisis must be top UN priority: report”, http://www.google.com/hostednews/afp/article/ALeqM5gcIGn59te-BGkDoG1uG6XrAMXO_A?docId=CNG.96ef5382d53f44338468570447594103.851
WASHINGTON — A rapidly worsening water shortage threatens to destabilize the planet and should be a top priority for the UN Security Council and world leaders, a panel of experts said in a report.¶ The world's diminishing water supply carries serious security, development and social risks, and could adversely affect global health, energy stores and food supplies, said the report titled "The Global Water Crisis: Addressing an Urgent Security Issue," published Monday.¶ The study was released by the InterAction Council (IAC), a group of 40 prominent former government leaders and heads of state, along with the United Nations University's Institute for Water, Environment and Health, and Canada's Walter and Duncan Gordon Foundation.¶ "As some of these nations are already politically unstable, such crises may have regional repercussions that extend well beyond their political boundaries," said Norway's former Prime Minister Gro Harlem Brundtland, a member of the group.¶ The Norwegian leader underscored that the danger is particularly acute in sub-Saharan Africa, western Asia and North Africa, where critical water shortages already exist.¶ She added that water insecurity could wreak havoc "even in politically stable regions."
Especially in China, Egypt, and Pakistan --- goes nuclear 
NPR 10 (1/3/10, https://www.npr.org/templates/story/story.php?storyId=122195532)
Just as wars over oil played a major role in 20th-century history, a new book makes a convincing case that many 21st century conflicts will be fought over water.  In Water: The Epic Struggle for Wealth, Power and Civilization, journalist Steven Solomon argues that water is surpassing oil as the world's scarcest critical resource.  Only 2.5 percent of the planet's water supply is fresh, Solomon writes, much of which is locked away in glaciers. World water use in the past century grew twice as fast as world population.  "We've now reached the limit where that trajectory can no longer continue," Solomon tells NPR's Mary Louise Kelly. "Suddenly we're going to have to find a way to use the existing water resources in a far, far more productive manner than we ever did before, because there's simply not enough."  One issue, Solomon says, is that water's cost doesn't reflect its true economic value. While a society's transition from oil may be painful, water is irreplaceable. Yet water costs far less per gallon — and even less than that for some.  "In some cases, where there are large political subsidies, largely in agriculture, it does not [cost very much]," Solomon says. "In many cases, irrigated agriculture is getting its water for free. And we in the cities are paying a lot, and industries are also paying an awful lot. That's unfair. It's inefficient to the allocation of water to the most productive economic ends."  At the same time, Solomon says, there's an increasing feeling in the world that everyone has a basic right to a minimum 13 gallons of water a day for basic human health. He doesn't necessarily have an issue with that.  "I think there's plenty of water in the world, even in the poorest and most water-famished country, for that 13 gallons to be given for free to individuals — and let them pay beyond that," he says.  Solomon says the world is divided into water haves and have-nots. China, Egypt and Pakistan are just a few countries facing critical water issues in the 21st century.  In his book he writes, "Consider what will happen in water-distressed, nuclear-armed, terrorist-besieged, overpopulated, heavily irrigation dependent and already politically unstable Pakistan when its single water lifeline, the Indus river, loses a third of its flow from the disappearance from its glacial water source."
Middle East war causes World War 3 
The Earl of Stirling 11, hereditary Governor & Lord Lieutenant of Canada, Lord High Admiral of Nova Scotia, & B.Sc. in Pol. Sc. & History; M.A. in European Studies, “General Middle East War Nears - Syrian events more dangerous than even nuclear nightmare in Japan”, http://europebusines.blogspot.com/2011/03/general-middle-east-war-nears-syrian.html
Any Third Lebanon War/General Middle East War is apt to involve WMD on both side quickly as both sides know the stakes and that the Israelis are determined to end, once and for all, any Iranian opposition to a 'Greater Israel' domination of the entire Middle East. It will be a case of 'use your WMD or lose them' to enemy strikes. Any massive WMD usage against Israel will result in the usage of Israeli thermonuclear warheads against Arab and Persian populations centers in large parts of the Middle East, with the resulting spread of radioactive fallout over large parts of the Northern Hemisphere. However, the first use of nukes is apt to be lower yield warheads directed against Iranian underground facilities including both nuclear sites and governmental command and control and leadership bunkers, with some limited strikes also likely early-on in Syrian territory.¶ The Iranians are well prepared to launch a global Advanced Biological Warfare terrorism based strike against not only Israel and American and allied forces in the Middle East but also against the American, Canadian, British, French, German, Italian, etc., homelands. This will utilize DNA recombination based genetically engineered 'super killer viruses' that are designed to spread themselves throughout the world using humans as vectors. There are very few defenses against such warfare, other than total quarantine of the population until all of the different man-made viruses (and there could be dozens or even over a hundred different viruses released at the same time) have 'burned themselves out'. This could kill a third of the world's total population.¶ Such a result from an Israeli triggered war would almost certainly cause a Russian-Chinese response that would eventually finish off what is left of Israel and begin a truly global war/WWIII with multiple war theaters around the world. It is highly unlikely that a Third World War, fought with 21st Century weaponry will be anything but the Biblical Armageddon.
Pakistan water scarcity causes war with India 
Dr Akmal Hussain 11, The Express Tribune, “Pakistan’s water crisis”, 8-25,  http://tribune.com.pk/story/231905/pakistans-water-crisis/
A water crisis is emerging which could have major implications for Pakistan’s economy and society. Effective management of this crisis first requires urgent mitigation and adaptation measures with close cooperation amongst Pakistan’s provinces of Khyber-Pakhtunkhwa, Punjab and Sindh on the one hand and then between Pakistan and India on the other. If the necessary collaboration for cooperative management of the Indus basin water resources is not undertaken expeditiously, the resultant economic crisis could lead to a war with India.¶ The problem of water scarcity in the Indus basin is predicated partly on the inherent limitations of water supply in the Indus River System and partly on the growing water demand associated with inefficient water use in the process of economic and population growth. Unsustainable development practices have exacerbated the problem with intrusion of salinity into the ground water, contamination of aquifers with harmful chemicals such as fluoride and arsenic and pollution of surface water due to lack of an institutional framework for environmentally safe disposal of urban and industrial waste. An important dimension of the water issue in the years ahead is the phenomenon of climate change, which could take the crisis to a critical level.¶ Water scarcity can be measured by the availability of water compared with the generally accepted minimum per capita requirement of 1,700 cubic metres per person per year. In their book, Freshwater Under Threat: South Asia, Mukand S Babel and Shahriar M Wahid have estimated that the per capita availability of water in the Indus basin is 1,329 cubic metres per capita per year. This is significantly below the threshold requirement. Another interesting indicator of the water problem is the measure of development pressure on water resources, which is the percentage of available water supply relative to the total water resources. This ratio is as high as 89 per cent for the Indus basin compared to only 15 per cent for the Ganges-Brahmaputra-Meghna (GBM) basin. This indicates the relatively greater development pressure on the Indus basin.¶ Worse, the utilisation of water for production is also highly inefficient by global standards. Water use efficiency is measured in terms of the GDP per unit of water used. In the case of the five top food producers in the world (Brazil, China, France, Mexico and the US) the water use efficiency is $23.8 per cubic metre. The figure is as low as $3.34 for the Indus basin.¶ The problem of water scarcity is expected to become more acute in the future due to the adverse impact of climate change. Dr Leena Srivastava, in a recent research paper, provides evidence to show that some of the Himalayan glaciers are melting more rapidly than the global average and this could increase the frequency of floods in the short run and increase water shortages in the long term by reducing river flows in South Asia. Furthermore, according to the UN’s Intergovernmental Panel on Climate Change report, given the sensitivity of existing seeds to heat, global warming could result in a 30 per cent reduction in the yield per acre of food crops in South Asia.¶ Science and empirical evidence make clear that existing water scarcity, when combined with the impact of climate change, could place critical stress on the economy and society of Pakistan in particular and South Asia in general: major food shortages, increased frequency of natural disasters, large scale dislocations of population and destabilising contention between upper and lower riparian regions.¶ Effective management of this crisis in Pakistan requires close cooperation with India in joint watershed management, increasing the efficiency of irrigation and water use, joint development of technologies, sustainable agriculture practices and institutional arrangements to manage food shortages as well as natural disasters. When faced with a common threat, ideology must be replaced by rationality in the conduct of governance. If we fail to do so, natural disasters could trigger the man-made catastrophe of war.
Indo-Pak war causes extinction 
Greg Chaffin 11, Research Assistant at Foreign Policy in Focus, July 8, 2011, “Reorienting U.S. Security Strategy in South Asia,” online: http://www.fpif.org/articles/reorienting_us_security_strategy_in_south_asia
The greatest threat to regional security (although curiously not at the top of most lists of U.S. regional concerns) is the possibility that increased India-Pakistan tension will erupt into all-out war that could quickly escalate into a nuclear exchange. Indeed, in just the past two decades, the two neighbors have come perilously close to war on several occasions. India and Pakistan remain the most likely belligerents in the world to engage in nuclear war. ¶ Due to an Indian preponderance of conventional forces, Pakistan would have a strong incentive to use its nuclear arsenal very early on before a routing of its military installations and weaker conventional forces. In the event of conflict, Pakistan’s only chance of survival would be the early use of its nuclear arsenal to inflict unacceptable damage to Indian military and (much more likely) civilian targets. By raising the stakes to unacceptable levels, Pakistan would hope that India would step away from the brink. However, it is equally likely that India would respond in kind, with escalation ensuing. Neither state possesses tactical nuclear weapons, but both possess scores of city-sized bombs like those used on Hiroshima and Nagasaki. ¶ Furthermore, as more damage was inflicted (or as the result of a decapitating strike), command and control elements would be disabled, leaving individual commanders to respond in an environment increasingly clouded by the fog of war and decreasing the likelihood that either government (what would be left of them) would be able to guarantee that their forces would follow a negotiated settlement or phased reduction in hostilities. As a result any such conflict would likely continue to escalate until one side incurred an unacceptable or wholly debilitating level of injury or exhausted its nuclear arsenal. ¶ A nuclear conflict in the subcontinent would have disastrous effects on the world as a whole. In a January 2010 paper published in Scientific American, climatology professors Alan Robock and Owen Brian Toon forecast the global repercussions of a regional nuclear war. Their results are strikingly similar to those of studies conducted in 1980 that conclude that a nuclear war between the United States and the Soviet Union would result in a catastrophic and prolonged nuclear winter, which could very well place the survival of the human race in jeopardy. In their study, Robock and Toon use computer models to simulate the effect of a nuclear exchange between India and Pakistan in which each were to use roughly half their existing arsenals (50 apiece). Since Indian and Pakistani nuclear devices are strategic rather than tactical, the likely targets would be major population centers. Owing to the population densities of urban centers in both nations, the number of direct casualties could climb as high as 20 million. ¶ The fallout of such an exchange would not merely be limited to the immediate area. First, the detonation of a large number of nuclear devices would propel as much as seven million metric tons of ash, soot, smoke, and debris as high as the lower stratosphere. Owing to their small size (less than a tenth of a micron) and a lack of precipitation at this altitude, ash particles would remain aloft for as long as a decade, during which time the world would remain perpetually overcast. Furthermore, these particles would soak up heat from the sun, generating intense heat in the upper atmosphere that would severely damage the earth’s ozone layer. The inability of sunlight to penetrate through the smoke and dust would lead to global cooling by as much as 2.3 degrees Fahrenheit. This shift in global temperature would lead to more drought, worldwide food shortages, and widespread political upheaval.¶ Although the likelihood of this doomsday scenario remains relatively low, the consequences are dire enough to warrant greater U.S. and international attention. Furthermore, due to the ongoing conflict over Kashmir and the deep animus held between India and Pakistan, it might not take much to set them off. Indeed, following the successful U.S. raid on bin Laden’s compound, several members of India’s security apparatus along with conservative politicians have argued that India should emulate the SEAL Team Six raid and launch their own cross-border incursions to nab or kill anti-Indian terrorists, either preemptively or after the fact. Such provocative action could very well lead to all-out war between the two that could quickly escalate.
SMRs solve desalination---solves water wars and mission effectiveness
Pfeffer and Macon 2 Robert A, physical scientist at the Army Nuclear and Chemical Agency in Springfield, Virginia, working on nuclear weapons effects, a graduate of Trinity University and has a master's degree in physics from The Johns Hopkins University and William A, project manager at the Nuclear Regulatory Commission, formerly the acting Army Reactor Program Manager at the Army Nuclear and Chemical Agency, "Nuclear Power:  An Option for the Army's Future", Jan 16 2002 is last date modified, www.almc.army.mil/alog/issues/SepOct01/MS684.htm
The idea of using nuclear power to produce synthetic fuels, originally proposed in 1963, remains feasible today and is gaining significant attention because of recent advances in fuel cell technology, hydrogen liquefaction, and storage. At the same time, nuclear power has become a significant part of the energy supply in more than 20 countries—providing energy security, reducing air pollution, and cutting greenhouse gas emissions. The performance of the world's nuclear power plants has improved steadily and is at an all-time high. Assuming that nuclear power experiences further technological development and increased public acceptance as a safe and efficient energy source, its use will continue to grow. Nuclear power possibly could provide district heating, industrial process heating, desalination of seawater, and marine transportation.¶ Demand for cost-effective chemical fuels such as hydrogen and methanol is expected to grow rapidly. Fuel cell technology, which produces electricity from low-temperature oxidation of hydrogen and yields water as a byproduct, is receiving increasing attention. Cheap and abundant hydrogen eventually will replace carbon-based fuels in the transportation sector and eliminate oil's grip on our society. But hydrogen must be produced, since terrestrial supplies are extremely limited. Using nuclear power to produce hydrogen offers the potential for a limitless chemical fuel supply with near-zero greenhouse gas emissions. As the commercial transportation sector increasingly moves toward hydrogen fuel cells and other advanced engine concepts to replace the gasoline internal combustion engine, DOD eventually will adopt this technology for its tactical vehicles.¶ The demand for desalination of seawater also is likely to grow as inadequate freshwater supplies become an urgent global concern. Potable water in the 21st century will be what oil was in the 20th century—a limited natural resource subject to intense international competition. In many areas of the world, rain is not always dependable and ground water supplies are limited, exhausted, or contaminated. Such areas are likely to experience conflict among water-needy peoples, possibly prompting the deployment of U.S. ground forces for humanitarian relief, peacekeeping, or armed intervention. A mobile desalination plant using waste heat from a nuclear reactor could help prevent conflicts or provide emergency supplies of freshwater to indigenous populations, and to U.S. deployed forces if necessary.¶ Promising Technology for Tomorrow¶ Compact reactor concepts based on high-temperature, gas-cooled reactors are attracting attention worldwide and could someday fulfill the role once envisioned for the energy depot. One proposed design is the pebble bed modular reactor (PBMR) being developed by Eskom in South Africa. Westinghouse, BNFL Instruments Ltd., and Exelon Corporation currently are supporting this project to develop commercial applications.¶ A similar design is the remote site-modular helium reactor (RS-MHR) being developed by General Atomics. If proven feasible, this technology could be used to replace retiring power plants, expand the Navy's nuclear fleet, and provide mobile electric power for military or disaster relief operations. Ideally, modular nuclear power plants could be operated by a small staff of technicians and monitored by a central home office through a satellite uplink.¶ The technology of both the PBMR and the RS-MHR features small, modular, helium-cooled reactors powered by ceramic-coated fuel particles that are inherently safe and cannot melt under any scenario. This results in simpler plant design and lower capital costs than existing light water reactors. The PBMR, coupled with a direct-cycle gas turbine generator, would have a thermal efficiency of about 42 to 45 percent and would produce about 110 megawatts of electricity (MWe). The smaller RS-MHR would produce about 10 to 25 MWe, which is sufficient for powering remote communities and military bases. Multiple modules can be installed on existing sites and refueling can be performed on line, since the fuel pebbles recycle through the reactor continuously until they are expended. Both designs also feature coolant exit temperatures high enough to support the thermochemical water-splitting cycles needed to produce hydrogen.¶ For military applications, RS-MHR equipment could be transported inland by truck or railroad, or single modules could be built on barges and deployed as needed to coastal regions. The Army's nuclear reactor on the barge Sturgis, which provided electric power to the Panama Canal from 1968 to 1976, demonstrated the feasibility of this concept. In fact, the military previously used several power barges (oil-fired, 30-MWe power plants) during World War II and in Korea and Okinawa as emergency sources of electric power.¶ Research teams around the world also are examining other reactor concepts based on liquid-metal-cooled reactor systems with conventional sodium or lead-alloy coolants and advanced water-cooled systems. The Department of Energy (DOE) is supporting research and development of innovative concepts that are based on ultra-long-life reactors with cartridge cores. These reactors would not require refueling, and they could be deployed in the field, removed at the end of their service life, and replaced by a new system. The proposed international reactor innovative and secure (IRIS) design, funded by DOE's Nuclear Energy Research Initiative, would have a straight burn core lasting 8 years and may be available by 2010. Based on increasing costs of fossil fuels, a growing consensus that greenhouse gas emissions must be reduced, and a growing demand for energy, there is little doubt that we will continue to see significant advances in nuclear energy research and development.¶ Nuclear power is expected to grow in the 21st century, with potential benefits applicable to the military. Small, modular nuclear power reactors in mobile or portable configurations, coupled with hydrogen production and desalination systems, could be used to produce fuel and potable water for combat forces deployed in remote areas and reduce our logistics requirements. Assuming the inevitability of hydrogen fuel replacing fossil fuels, a clearly defined objective that was missing in 1966 now exists.¶ The partnership between DOD and the former AEC to develop Army nuclear reactors contributed to the technology of both military and small commercial power plants. This historical relationship should be renewed based on recent technological advances and projected logistics requirements. DOD logistics planners should reconsider military applications of nuclear power and support ongoing DOE research and development initiatives to develop advanced reactors such as RS-MHR, IRIS, and others. For the Army to fight and win on tomorrow's distant battlefields, nuclear power will have to play a significant role.
Only SMR’s solve
IAEA 7 “Economics of Nuclear Desalination: New Developments and Site Specific Studies”, July, http://www-pub.iaea.org/MTCD/publications/PDF/te_1561_web.pdf
Seventy percent of the planet is covered with water, but only 2.5% of that is fresh water. Nearly 70% of this fresh water is frozen in the icecaps of Antarctica and Greenland. Most of the rest is in the form of soil moisture or in deep inaccessible aquifers or comes in the form of heavy rains and floods that are difficult to contain and exploit. Consequently, only less than 0.008% (about 70 000 km3) of the world’s water is readily accessible for direct human use, and even that is very unevenly distributed. Recent statistics show that currently 2.3 billion people live in water-stressed areas and among them 1.7 billion live in water-scarce areas, where the water availability per person is less than 1000 m3/year. In fact, the situation is expected to worsen further since, by 2025, the number of people suffering from water stress or scarcity could swell to 3.5 billion, out of which 2.4 billion would live in water-scarce regions. Water scarcity is a global issue. Every year new countries are affected by growing water problems.¶ It is for this reason that the Millennium Declaration by UN General Assembly in 2000 set up a target¶ to halve, by the year 2015, the world population, which is unable to reach, or to afford, safe drinking¶ water. Vision 21: shared vision for Hygiene, Water Supply and Sanitation, has a target to provide¶ water, sanitation and hygiene for all by 2025.¶ Better water conservation, water management, pollution control and water reclamation are all part of the integrated solution to projected water stresses. So too are new sources of fresh water, including the desalination of seawater.¶ Desalination technologies have been well established since the mid-20th century and widely deployed in the Middle East and North Africa. The contracted capacity of desalination plants has increased steadily since 1965 and is now about 36 million m3/day worldwide, as shown in Figure 1. This capacity could cater to world’s population roughly 6 litres a day per capita of fresh potable water. If this capacity were available to 1.5 billion in the world without direct access to drinking water, it would provide approximately 20 litres/day/capita.¶ Large scale commercially available desalination processes can generally be classified into two categories: (a) distillation processes that require mainly heat plus some electricity for ancillary equipment, and (b) membrane processes that require only electricity. In the first category (distillation) there are two major processes: multi-stage flash (MSF) and multi-effect distillation (MED). In both processes, seawater is heated; the steam that evaporates is condensed and collected as freshwater; and the residual brine is discharged.¶ In the second category (membranes) is the reverse osmosis process (RO), in which pure water passes from the high-pressure seawater side of a semi-permeable membrane to the low-pressure freshwater side. The pressure differential must be high enough to overcome the natural tendency for water to move from the low concentration freshwater side of a membrane to the high concentration seawater side in order to balance osmotic pressures.¶ The energy for the desalination plants is generally supplied in the form of either steam or electricity. Conventional fossil fuel-powered plants have normally been utilized as the primary sources but their intensive use raises increasing environmental concerns, specifically in relation to greenhouse gas emissions (Section 1.3.3). The depleting sources and the future price uncertainty of the fossil fuels and their better use for other vital industrial applications are also the factors to be considered.¶ 1.3. THE ROLE OF NUCLEAR POWER IN DESALINATION¶ The world energy requirements are presently met from oil, coal, gas, hydro, nuclear and renewable energies in that order as shown in Table 1.¶ It is now universally recognized that there will be an increase in the world’s requirement for electricity over the next few decades. The present trend towards meeting this demand includes the building of fossil fuel plants, particularly combined cycle gas fired plants.¶ However, the spiralling increase in greenhouse gas (GHG) emissions has resulted in setting the emission targets in international meetings held at Toronto, Rio de Janeiro and Kyoto. The IAEA predicts that the GHG emissions would be 36-50% higher by 2010 compared to 1990 levels. Many analysts, therefore, feel that the only viable alternative to fossil fuels is nuclear energy to reduce the rate of increase of GHG, particularly, carbon dioxide.¶ Yet another incentive for nuclear power is to maintain diversity of supply. A national strategy limited to one particular form of energy (fossil fuels) will be vulnerable to increased fuel costs and pressures from exporting countries.¶ Nuclear power is a proven technology, which has provided more than 16% of world electricity supply in over 30 countries. More than ten thousand reactor-years of operating experience have been accumulated over the past 5 decades.¶ There are many reasons which favour a possible revival of the nuclear power production in the years to come. It is thus expected that this revival would also lead to an increased role of nuclear energy in non-electrical energy services, which, at the moment, are almost entirely dominated by fossil energy sources. Among various utilization of nuclear energy for non-electrical products, using it for the production of freshwater from seawater (nuclear desalination) has been drawing broad interest in the IAEA Member States as a result of acute water shortage issues in many arid and semi-arid zones worldwide. With technical co-ordination or support of the IAEA, several demonstration programs of nuclear desalination are also in progress in several Member States to confirm its technical and economical viability under country-specific conditions¶ The desalination of seawater using nuclear energy is a feasible option to meet the growing demand for potable water. Over 175 reactor-years of operating experience on nuclear desalination have already been accumulated worldwide.¶ 1.3.1. Nuclear desalination¶ In the IAEA terminology, nuclear desalination is defined to be the production of potable water from seawater in a facility in which a nuclear reactor is used as the source of energy for the desalination process. Electrical and/or thermal energy may be used in the desalination process on the same site. The facility may be dedicated solely to the production of potable water, or may be used for the generation of electricity and production of potable water, in which case only a portion of the total energy output of the reactor is used for water production.¶ The design approaches for a nuclear desalination plant are essentially derived from those of the nuclear reactor alone, with some additional aspects to be considered in the design of a desalination plant and its integration with the nuclear system.¶ All nuclear reactor types can provide the energy required by the various desalination processes. In this regard, it has been shown that Small and Medium Reactors (SMRs) offer the largest potential as coupling options to nuclear desalination systems in developing countries. The development of innovative reactor concepts and fuel cycles with enhanced safety features as well as their attractive economics are expected to improve the public acceptance and further the prospects of nuclear desalination.¶ The coupling with nuclear system is not difficult technically but needs some consideration in (a)¶ avoiding cross-contamination by radioactivity, (b) providing backup heat or power sources in case the¶ nuclear system is not in operation (e.g. for refuelling and maintenance), (c) incorporation of certain¶ design features, minimising the impact of the thermal desalination systems’ coupling to the nuclear¶ reactors (Section 1.6).¶ 1.3.2. Why nuclear desalination?¶ The International Atomic Energy Agency is a specialized organization of the UN system that seeks to accelerate and enlarge the contribution of atomic energy to peace, health and prosperity throughout the world. The institutional basis for the IAEA’s involvement in nuclear desalination is in its Statute and Medium Term Strategy.¶ Article II of the IAEA Statute provides that:¶ “ The Agency shall seek to accelerate and enlarge the contribution of atomic energy to peace, health and prosperity throughout the world”.¶ This refers implicitly to nuclear desalination as an option for the use of nuclear technologies.¶ The same applies to the Article III of the Statute, which authorizes the IAEA:¶ “ To encourage and assist research on, and development and practical application of, atomic energy for peaceful uses throughout the world….”; (Article III, A.1); and¶ “To foster the exchange of scientific and technical information on peaceful uses of atomic energy.” (Article III, A.3).¶ In addition, Objective A.3 of the Agency’s Medium Term Strategy requires the Agency:¶ “ To support and facilitate the development of new and emerging applications of nuclear technologies by co-generation and heat applications, including seawater desalination”.¶ Request of assessing feasibility of using nuclear energy for seawater desalination was first made by the five North African countries to the IAEA in 1989 and the General Conference adopted its resolution to resume the study. These countries are located in semi-arid zones and already suffer from water shortages.¶ In recent years, interests have been also been indicated by Member States in South and South East Asia for the feasibility, as well as the demonstration, of nuclear desalination projects. The issue has since then been repeatedly stressed at the General Conference (Committee on the Whole) and supported by many Member States including most members of Group-77. The support stems not only from their expectation of its possible contribution to the freshwater issue but has also been motivated by a variety of reasons that include: the economic competitiveness of nuclear desalination in areas lacking cheap hydropower or fossil fuel resources, energy supply diversification, conservation of fossil fuel resources and spin-off effects of nuclear technology for industrial development.¶ Looking to the future, there are several reasons for focusing now on expanding nuclear power’s contribution to desalination. Apart from the expanding demand for freshwater and the increasing concern about GHG emissions and pollution from fossil fuels, there is a renewed and growing emphasis on small and medium sized nuclear reactors, and this is particularly important for desalination because the countries most in need of new sources of freshwater often have limited industrial infrastructures and relatively weaker electricity grids. The size of the grid limits the possibilities for integrating a co-generating nuclear power plant into the grid to supply the electricity market, in addition to meeting the energy requirements of a desalination plant. The largest power unit that can be integrated into an electricity grid must not exceed about 10-20 % of the total grid capacity. Of course, smaller nuclear reactors would be more appropriate for remote areas that are not suitable for connections to the grid.¶ For nuclear desalination to be attractive in any given country, two conditions have to be satisfied simultaneously: a lack of water and the ability to use nuclear energy for desalination. In most regions, only one of the two is present. Both are present for example in China, the Republic of Korea, India and Pakistan. These regions already account for almost half the world’s population, and thus represent a potential long term market for nuclear desalination. The market will expand further to the extent that regions with high projected water needs, such as the Middle East and North Africa, increase their nuclear expertise and capabilities.¶ 1.3.3. Environmental impact of desalination by fossil fuelled energy sources¶ Desalination is an energy intensive process. A future desalination strategy based only on the use of fossil fuelled systems is not sustainable: Fossil fuel reserves are finite and must be conserved for more important uses such as transport, petrochemical industry etc. Besides, the demands for desalted water would continue increasing as population grows and standards of living improve. Conservation measures such as the modernisation of water networks to minimise leakages, the recycling of used water etc. will certainly reduce the future water demands slightly but they would not be able to halt the dissemination of desalination plants and consequently of the fossil fuelled based systems for the production of needed electricity and heat.¶ The following paragraphs illustrate the damaging consequences of such a policy by taking the example of the Mediterranean region.¶ Following the recent “Blue Plan” [2], the total available natural water resources (1), based on the statistics from 1990 to 1998, in the principle countries of the Mediterranean region, are as shown in Table 2.¶ The projected demands (3) for the year 2025 [31] are also included in Table 1.¶ It is obvious that available natural water resources would rather decrease in 2025 because of increased pollution, over exploitation and other human activities. However, to keep matters simple, it would be supposed that they would remain at the same level as in 1998.¶ It can be observed that, in 2025, the total projected water deficit (balance) in the Mediterranean region would of the order of 294 km3/per year.¶ Not all this required capacity would be met by desalination plants. Current contribution of desalination is of the order of 1 to 2 %. If it is supposed that in 2025, this contribution would be about 2.5 %, then the total required desalting capacity would be 7.3 km3/year (20.1 million m3/day).¶ According to the EC ExternE study2, the total emissions of GHG per MW(e).h of electricity produced by representative fossil fuelled power plants in France, are as presented in Table 3.¶ The specific heat and electricity consumptions of three main desalination plants are given in Table 4, [3].¶ The data presented in the above Tables allows to calculate the approximate3 total GHG emissions produced by the fossil fuelled plants and the three desalination plants.¶ Results for a total desalting capacity of 20.1 million m3/day are presented in Table 5.¶ It can thus be concluded that for a desalting capacity of 20.1 million m3/day in the Mediterranean region alone, required in 2025, one would produce, depending upon the energy source and the desalination process used,¶ 13 to 264 million tonnes/year of CO2.¶ 1350 to 1 310 000 tonnes/year of SOx.¶ 21 100 to 540 000 tonnes/year of NOx.¶ 1190 to 40 000 tonnes/year of particles.¶ The potential levels of GHG and particle emissions on the world scale could then be more than double these figures.¶ These could naturally be avoided through the use of nuclear energy.
1AC – Plan
The Executive Branch of the United States should acquire electricity from small modular nuclear reactors for mission critical military installations in the United States.
1AC – Solvency
CONTENTION 3: SOLVENCY
Plan’s solves SMRs in the military -- doesn’t pick winners
Andres and Breetz 11 Richard B, Professor of National Security Strategy at the National War College and a Senior Fellow and Energy and Environmental Security and Policy Chair in the Center for Strategic Research, Institute for National Strategic Studies, at the National Defense University and Hanna L, doctoral candidate in the Department of Political Science at The Massachusetts Institute of Technology, February, "Small Nuclear Reactors for Military Installations: Capabilities, Costs, and Technological Implications",  www.ndu.edu/press/lib/pdf/StrForum/SF-262.pdf
DOD as First Mover¶ Thus far, this paper has reviewed two of DOD’s most pressing energy vulnerabilities—grid insecurity and fuel convoys—and explored how they could be addressed by small reactors. We acknowledge that there are many uncertainties and risks associated with these reactors. On the other hand, failing to pursue these technologies raises its own set of risks for DOD, which we review in this section: first, small reactors may fail to be commercialized in the United States; second, the designs that get locked in by the private market may not be optimal for DOD’s needs; and third, expertise on small reactors may become concentrated in foreign countries. By taking an early “first mover” role in the small reactor market, DOD could mitigate these risks and secure the long-term availability and appropriateness of these technologies for U.S. military applications.¶ The “Valley of Death.” Given the promise that small reactors hold for military installations and mobility, DOD has a compelling interest in ensuring that they make the leap from paper to production. However, if DOD does not provide an initial demonstration and market, there is a chance that the U.S. small reactor industry may never get off the ground. The leap from the laboratory to the marketplace is so difficult to bridge that it is widely referred to as the “Valley of Death.” Many promising technologies are never commercialized due to a variety of market failures— including technical and financial uncertainties, information asymmetries, capital market imperfections, transaction costs, and environmental and security externalities— that impede financing and early adoption and can lock innovative technologies out of the marketplace. 28 In such cases, the Government can help a worthy technology to bridge the Valley of Death by accepting the first mover costs and demonstrating the technology’s scientific and economic viability.29¶ Historically, nuclear power has been “the most clear-cut example . . . of an important general-purpose technology that in the absence of military and defense related procurement would not have been developed at all.”30 Government involvement is likely to be crucial for innovative, next-generation nuclear technology as well. Despite the widespread revival of interest in nuclear energy, Daniel Ingersoll has argued that radically innovative designs face an uphill battle, as “the high capital cost of nuclear plants and the painful lessons learned during the first nuclear era have created a prevailing fear of first-of-a-kind designs.”31 In addition, Massachusetts Institute of Technology reports on the Future of Nuclear Power called for the Government to provide modest “first mover” assistance to the private sector due to several barriers that have hindered the nuclear renaissance, such as securing high up-front costs of site-banking, gaining NRC certification for new technologies, and demonstrating technical viability.32¶ It is possible, of course, that small reactors will achieve commercialization without DOD assistance. As discussed above, they have garnered increasing attention in the energy community. Several analysts have even argued that small reactors could play a key role in the second nuclear era, given that they may be the only reactors within the means of many U.S. utilities and developing countries.33 However, given the tremendous regulatory hurdles and technical and financial uncertainties, it appears far from certain that the U.S. small reactor industry will take off. If DOD wants to ensure that small reactors are available in the future, then it should pursue a leadership role now.¶ Technological Lock-in. A second risk is that if small reactors do reach the market without DOD assistance, the designs that succeed may not be optimal for DOD’s applications. Due to a variety of positive feedback and increasing returns to adoption (including demonstration effects, technological interdependence, network and learning effects, and economies of scale), the designs that are initially developed can become “locked in.”34 Competing designs—even if they are superior in some respects or better for certain market segments— can face barriers to entry that lock them out of the market. If DOD wants to ensure that its preferred designs are not locked out, then it should take a first mover role on small reactors.¶ It is far too early to gauge whether the private market and DOD have aligned interests in reactor designs. On one hand, Matthew Bunn and Martin Malin argue that what the world needs is cheaper, safer, more secure, and more proliferation-resistant nuclear reactors; presumably, many of the same broad qualities would be favored by DOD.35 There are many varied market niches that could be filled by small reactors, because there are many different applications and settings in which they can be used, and it is quite possible that some of those niches will be compatible with DOD’s interests.36¶ On the other hand, DOD may have specific needs (transportability, for instance) that would not be a high priority for any other market segment. Moreover, while DOD has unique technical and organizational capabilities that could enable it to pursue more radically innovative reactor lines, DOE has indicated that it will focus its initial small reactor deployment efforts on LWR designs.37¶ If DOD wants to ensure that its preferred reactors are developed and available in the future, it should take a leadership role now. Taking a first mover role does not necessarily mean that DOD would be “picking a winner” among small reactors, as the market will probably pursue multiple types of small reactors. Nevertheless, DOD leadership would likely have a profound effect on the industry’s timeline and trajectory.
Military is best at advancing SMRs
Cohen 12 Armond, Executive Director for the Clean Air Task Force, "DoD: A Model for Energy Innovation?", May 21, energy.nationaljournal.com/2012/05/powering-our-military-whats-th.php
Unlike most other agencies, including the Energy Department, the Pentagon is the ultimate customer for the new technology it helps create, spending some $200 billion each year on R&D and procurement. The implications of DoD’s role as customer have not been widely appreciated, as:¶ · DoD, uniquely in government, supports multi-year, billion-dollar “end to end” innovation efforts that produce technology that is continuously tested, deployed and refined on bases and in the field, providing real world feedback that leads to increases in performance and reductions in cost. By contrast, most of the federal government’s civilian energy innovation efforts involve research loosely connected at best with the few commercialization efforts that it supports.¶ · DoD and its contractors know how to bring together multiple innovations to achieve system-level advances leading to big performance gains (examples range from nuclear submarines to unmanned aircraft to large-scale information systems). This systems approach is precisely what is needed to advance clean energy technologies.¶ · Relatively stable, multi-year funding allows the Pentagon to pursue “long cycle” innovation that is necessary for large, capital- intensive technologies and supports a highly capable contractor base that can respond to changing national security demands.¶ · The Pentagon’s scope and budget has allowed it to experiment with new and creative innovation tools such as the well-known Defense Advanced Projects Research Agency, which has produced extraordinary technological breakthroughs; and the Environmental Security Technology Certification Program, which develops and demonstrates cost-effective improvements in environmental and energy technologies for military installations and equipment.¶ · Because of DoD’s size and demands for performance and reliability, it is unique among government and private sector organizations as a demonstration test-bed. Smart-grid technologies and advanced energy management systems for buildings are already poised to benefit from this aspect of the Pentagon’s innovation system.¶ · DoD has collaborated effectively with other federal agencies, including the Department of Energy and its predecessors (for example, to advance nuclear energy technologies). Continuing competition and cooperation between DoD and DOE will spur energy innovation. DoD’s innovation capabilities can enhance U.S. national security, improve U.S. international competitiveness, and spur global energy restructuring and greenhouse gas emissions reductions.¶ At the same time, while providing enormous opportunities to develop and test energy efficiency technologies and small scale distributed energy appropriate to forward bases, the Pentagon is unlikely to become an all-purpose hub for advancing all categories of clean-energy technologies, because its energy innovation activities will be sustainable only where they can support the nation’s defense capabilities.¶ Therefore, many other large-scale technologies that are of great importance to improving the environment, such as carbon-free central station generation or zero carbon transportation, may not as easily fit with DoD’s mission. Possible exceptions might include small modular nuclear reactors that can be used for producing independent, non-grid power at military bases, or, conceivably, zero-carbon liquid fuels other than anything resembling current generation biofuels.¶ In any case, the challenge for military-led energy innovation is to further define and delineate avenues for improved clean-energy performance that are linked to the national strategic mission. History shows that when such linkages are strong, DoD’s innovation capabilities are second to none.
SMRs solve nuclear downsides
Ringle 10 John, Professor Emeritus of Nuclear Engineering at Oregon State University, "Reintroduction of reactors in US a major win", November 13, robertmayer.wordpress.com/2010/11/21/reintroduction-of-reactors-in-us-a-major-win/
Small nuclear reactors will probably be the mechanism that ushers in nuclear power’s renaissance in the U.S.¶ Nuclear plants currently supply about 20 percent of the nation’s electricity and more than 70 percent of our carbon-free energy. But large nuclear plants cost $8 billion to $10 billion and utilities are having second thoughts about how to finance these plants.¶ A small modular reactor (SMR) has several advantages over the conventional 1,000-megawatt plant:¶ 1. It ranges in size from 25 to 140 megawatts, hence only costs about a tenth as much as a large plant.¶ 2. It uses a cookie-cutter standardized design to reduce construction costs and can be built in a factory and shipped to the site by truck, railroad or barge.¶ 3. The major parts can be built in U.S. factories, unlike some parts for the larger reactors that must be fabricated overseas.¶ 4. Because of the factory-line production, the SMR could be built in three years with one-third of the workforce of a large plant.¶ 5. More than one SMR could be clustered together to form a larger power plant complex. This provides versatility in operation, particularly in connection with large wind farms. With the variability of wind, one or more SMRs could be run or shut down to provide a constant base load supply of electricity.¶ 6. A cluster of SMRs should be very reliable. One unit could be taken out of service for maintenance or repair without affecting the operation of the other units. And since they are all of a common design, replacement parts could satisfy all units. France has already proved the reliability of standardized plants.¶ At least half a dozen companies are developing SMRs, including NuScale in Oregon. NuScale is American-owned and its 45-megawatt design has some unique features. It is inherently safe. It could be located partially or totally below ground, and with its natural convection cooling system, it does not rely on an elaborate system of pumps and valves to provide safety. There is no scenario in which a loss-of-coolant accident could occur.
Incentives now but they’re insufficient
DOD Energy Blog 11 “Good Things in Small Packages: Small Reactors for Military Power”, February 16, dodenergy.blogspot.com/2011/02/good-things-in-small-packagessmall.html
They conclude that DOD should lead the charge for small reactors to meet their own needs as well as to make sure that the US leads that industry’s development. When first written the paper mentioned that most of the technology was stymied somewhere between the drawing board and production. But there is good news in the President’s 2011 Budget for nukes. The New York Times reported that the budget contains $500 million over five years for DOE to complete two designs and secure National Regulatory Commission (NRC) approval. The reactors will be built entirely in a factory and trucked to the site, like “modular homes”. Sounds just like what Dr. Andres ordered. Only problem is that $500 million is only about half of the cost to get to NRC approval. Actual production is in the $2 billion neighborhood, and that is a pricey neighborhood. Enter Amory Lovins. Amory has often derided the cost for nuclear power as an unnecessary expenditure. His argument is that micropower is the way of the future, not big honking gigawatt nuclear power plants. Although there has been a resurgence in the interest in nuclear power, it is still difficult to find private investments willing to underwrite the expense. Maybe the development of small nukes for national security reasons will lead to cost effective small nukes for distributed micropower nationwide. Small reactors for FOBs are more problematic. Even Bagram only needs about 25 MW with other FOBS being smaller. Security will be the first concern. If someone tries a smash and grab at Fort Hood they have to go through a couple of armored divisions and have a long way to got to get away. Kabul to Peshawar is only 128 miles. Cost shouldn’t be an overriding factor in considering secure power, but even at a 75% cost reduction in production, half a billion for 25MW is a bit much. Of course if you could produce a 300MW system, Bagram could air condition Kabul! The real soft power. My buddy, T.C. the fighter pilot, would tell you that DOD's mission is to fight and win the Nation's wars, not spark business recovery. DOD needs to focus on conserving energy. “Reducing the consumption at Miramar by 50% might save a lot of fuel and money, but I'd rather reduce consumption by 50% at PB Jugroom even though the savings in gallons and dollars are tiny.” Reducing demand reduces risk. All that being said, it may well be worth DOE and DOD efforts to explore the potential. It is something that may be beyond the means of commercial entities, but not government (See China). If there is going to be a market here, let us not be left behind as we have been with other alternative energy production means.
2AC
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AT: Grid Resilient
Grid’s vulnerable and threats are growing---insiders vote aff
Merica 12 Dan, CNN, "DoD official: Vulnerability of U.S. electrical grid is a dire concern", July 27, security.blogs.cnn.com/2012/07/27/dod-official-vulnerability-of-u-s-electrical-grid-is-a-dire-concern/
Speaking candidly at the Aspen Security Forum, one defense department official expressed great concern about the possibility of a terrorist attack on the U.S. electric grid that would cause a “long term, large scale outage.”¶ Paul Stockton, assistant secretary for Homeland Defense and Americas’ Security Affairs at the Department of Defense, said such an attack would affect critical defense infrastructure at home and abroad – a thought that Stockton said was keeping him up at night.¶ “The DOD depends on infrastructure in order to be able to operate abroad. And to make those operations function, we depend on the electric grid,” Stockton said.¶ The concern, Stockton continued, was that America’s adversaries would avoid attacking “the pointy end of the spear,” meaning combat troops, and would instead look for homeland, possibly non-military, targets.¶ “Our adversaries, state and non-state, are not stupid. They are clever and adaptive,” Stockton said. “There is a risk that they will adopt a profoundly asymmetric strategy, reach around and attack us here at home, the critical infrastructure that is not owned by the Department of Defense.”¶ But Stockton’s concerns were not solely limited to terrorist attacks. Other concerning scenarios, said the assistant secretary, include geomagnetic disturbances, earthquakes and other natural disasters that could take down the grid.¶ According to Stockton, a recurrence of a massive earthquake, like the New Madrid earthquake of 1812, “would cause a power outage for weeks to months across a multi-state area, rolling blackouts in the East Coast…”
AT: Drones Bad
Effective drone strikes solve the reason they’re bad---and there’s no alternative for high-value targets
Catanzaro 9 – Sarah Catanzaro, 2009, “Who is the Prey? The Challenge of the Predator Drone Program and High-Value Targeting,” Defense Concepts, http://www.c4ads.org/files/Catanzaro%20-%20Who%20is%20the%20Prey.pdf
It can be argued that an increase in the number of drone attacks would augment the appeal of militant groups and anger many civilians. However, since neither the military nor the political establishment has articulated an effective alternative, drone strikes are a viable temporary tactic to pressure the Al Qa’ida leadership and its allies. Nonetheless, for the reasons articulated in the prior sections, the author is in support of carefully specifying and limiting the use of drone attacks. Decapitation strikes lose much strategic efficacy if used non-specifically and if applied in circumstances where the next generation of mujahedeen is poised to take over. A surgeon would not use the same operation to treat every disease; instead he would select an organ- or disease-specific option. Likewise, the U.S. government should not apply the same technology in all circumstances.
All concerns are alarmist and not justified
Lewis 11 Michael W, teaches international law and the law of war at Ohio Northern University School of Law and is a former Navy fighter pilot, "Unfounded drone fears", October 17, articles.latimes.com/2011/oct/17/opinion/la-oe--lewis-drones-20111017
Almost since the United States began using the unmanned aerial vehicles known as drones, their use has drawn criticism. The latest criticism, which has received considerable attention in the wake of the drone strike on Anwar Awlaki, is that America's use of drones has sparked a new international arms race.¶ While it is true that some other nations have begun developing their own unmanned aerial vehicles, the extent of the alarm is unjustified. Much of it rests on myths that are easily dispelled.¶ Myth 1: Drones will be a threat to the United States in the hands of other nations. Drones are surveillance and counter-terrorism tools; they are not effective weapons of conventional warfare. The unmanned aerial vehicles are slow and extremely vulnerable to even basic air defense systems, illustrated by the fact that a U.S. surveillance drone was shot down by a 1970s-era MIG-25 Soviet fighter over Iraq in 2002. Moreover, drones are dependent on constant telemetry signals from their ground controllers to remain in flight. Such signals can be easily jammed or disrupted, causing the drone to fall from the sky. It's even possible that a party sending stronger signals could take control of the drone. The drones, therefore, have limited usefulness. And certainly any drone flying over the U.S. while being controlled by a foreign nation could be easily detected and either destroyed or captured.¶ Myth 2: Terrorists could effectively use drones to strike targets that are otherwise safe. Though it would be preferable if terrorist groups did not acquire drones, the technology required to support them is not particularly advanced. If organizations such as Al Qaeda were intent on acquiring the technology, they probably could. One of the reasons Al Qaeda may not have spent the time and resources necessary to do so is that drones would be of limited value. In addition to being very vulnerable to even basic air defense systems, drones require a great deal of logistical support. They have to be launched, recovered and controlled from a reasonably large and secure permanent facility. Wherever Al Qaeda's drones landed would immediately become a target.¶ It is true that a small, hand-launched drone capable of delivering a small warhead over a reasonably short distance could be, like radio-controlled model airplanes, launched in a public park or other open area and flown to a target several miles away. However, the amount of explosives that such a drone can carry is very limited (at most a few pounds) and pales in comparison to the amount of explosives that can be delivered by a vehicle or even a suicide bomber. It seems likely that terrorist groups will continue to deliver their explosives by vehicle or suicide bomber.¶ Myth 3: The U.S. use of drones in cases such as the Awlaki killing in Yemen serves to legitimize their use by China or Russia. International law places the same restrictions on the use of drones that it places on any other use of military force.






 The U.S. used a drone on Yemeni territory to kill Awlaki because it was given permission to do so by the Yemeni government, and because Awlaki was an active member of an Al Qaeda affiliate who had repeatedly been involved in operations designed to kill Americans at home and abroad. With such permission, the U.S. could instead have employed special forces or a conventional airstrike.¶ Numerous commentators have suggested that U.S. drone use legitimizes Russian drone use in Chechnya or Chinese drone use against the Uighurs. If China or Russia were facing genuine threats from Chechen or Uighur separatists, they might be allowed under international law to use drones in neighboring states if those states gave them permission to do so. However, given the fact that Chechen separatists declared an end to armed resistance in 2009, and that the greatest concern Russians currently have with Chechnya is with the lavish subsidies that Russia is currently providing it, the likelihood of armed Russian drones over Chechnya seems remote at best.¶ Likewise, there is no Uighur separatist organization that even remotely resembles Al Qaeda. Uighur unrest has taken the form of uprisings in Urumqi and other areas, similar to the Tibetan unrest of a few years ago. The Chinese eliminated such unrest with widespread arrests and disappearances, which raised serious human rights concerns. But there has been no time in which Uighur opposition has met the threshold established by international law that would allow for the use of armed drones in response to Uighur actions.
AT: No Terror
Prefer experts – attack will happen
Lieber 9 (Robert J, Professor of Government at Georgetown University, “Persistent primacy and the future of the American era”, International Politics (2009) 46, 119–139. doi:10.1057/ip.2008.44 )
It is also the judgment of prominent and largely non-partisan authorities on terrorism and proliferation that the use of CBRN may well occur within the next decade. For example, Robert L. Gallucci (2006, p. 52) has written that,  ‘[U]nless many changes are made, it is more likely than not that al Qaeda or one of its affiliates will detonate a nuclear weapon in a US city within the next five to ten years.’ In addition, a survey of 100 foreign policy experts by Foreign Policy magazine and the Center for American Progress found that, ‘More than 80 per cent expect a terrorist attack on the scale of 9/11 within a decade’ (‘Terrorism Index,’ 2007, p. 62). Similarly, there are the responses of 85 national security and non-proliferation experts to a survey conducted by the US Senate Foreign Relations Committee staff for its then Chairman, Senator Richard Lugar of Indiana, and published in June 2005. These respondents were asked to predict the likelihood of a CBRN attack occurring anywhere in the world within the following 10 years and their average probability estimate was 29 per cent for a nuclear attack, 40 per cent for a radiological attack and 70 per cent for some kind of CBRN event (Senate, 2005). 
Water
AT: No Water Impact
Wars go global
Reilly 2 Kristie, Editor for In These Times, a nonprofit, independent, national magazine published in Chicago. We’ve been around since 1976, fighting for corporate accountability and progressive government. In other words, a better world, “NOT A DROP TO DRINK,” http://www.inthesetimes.com/issue/26/25/culture1.shtml *Cites environmental thinker and activist Vandana Shiva Maude Barlow and Tony Clarke—North America’s foremost water experts
The two books provide a chilling, in-depth examination of a rapidly emerging global crisis. “Quite simply,” Barlow and Clarke write, “unless we dramatically change our ways, between one-half and two-thirds of humanity will be living with severe fresh water shortages within the next quarter-century. … The hard news is this: Humanity is depleting, diverting and polluting the planet’s fresh water resources so quickly and relentlessly that every species on earth—including our own—is in mortal danger.” The crisis is so great, the three authors agree, that the world’s next great wars will be over water. The Middle East, parts of Africa, China, Russia, parts of the United States and several other areas are already struggling to equitably share water resources. Many conflicts over water are not even recognized as such: Shiva blames the Israeli-Palestinian conflict in part on the severe scarcity of water in settlement areas. As available fresh water on the planet decreases, today’s low-level conflicts can only increase in intensity.
T
2AC T – Financial Incentive
We meet – plan is a financial incentive – acquiring is T
US Code 3 Legal Information Institute, “41 USC § 131 – Acquisition”, November 24, http://www.law.cornell.edu/uscode/text/41/131?quicktabs_8=1#quicktabs-8
In division B, the term “acquisition”—¶ (1) means the process of acquiring, with appropriated amounts, by contract for purchase or lease, property or services (including construction) that support the missions and goals of an executive agency, from the point at which the requirements of the executive agency are established in consultation with the chief acquisition officer of the executive agency; and¶ (2) includes—¶ (A) the process of acquiring property or services that are already in existence, or that must be created, developed, demonstrated, and evaluated;¶ (B) the description of requirements to satisfy agency needs;¶ (C) solicitation and selection of sources;¶ (D) award of contracts;¶ (E) contract performance;¶ (F) contract financing;¶ (G) management and measurement of contract performance through final delivery and payment; and¶ (H) technical and management functions directly related to the process of fulfilling agency requirements by contract.
C/I – Financial incentives induce behaviors---that includes plan
Webb 93 – lecturer in the Faculty of Law at the University of Ottawa (Kernaghan, “Thumbs, Fingers, and Pushing on String: Legal Accountability in the Use of Federal Financial Incentives”, 31 Alta. L. Rev. 501 (1993) Hein Online) 
In this paper, "financial incentives" are taken to mean disbursements 18 of public funds or contingent commitments to individuals and organizations, intended to encourage, support or induce certain behaviours in accordance with express public policy objectives. They take the form of grants, contributions, repayable contributions, loans, loan guarantees and insurance, subsidies, procurement contracts and tax expenditures.19 Needless to say, the ability of government to achieve desired behaviour may vary with the type of incentive in use: up-front disbursements of funds (such as with contributions and procurement contracts) may put government in a better position to dictate the terms upon which assistance is provided than contingent disbursements such as loan guarantees and insurance. In some cases, the incentive aspects of the funding come from the conditions attached to use of the monies.20 In others, the mere existence of a program providing financial assistance for a particular activity (eg. low interest loans for a nuclear power plant, or a pulp mill) may be taken as government approval of that activity, and in that sense, an incentive to encourage that type of activity has been created.21 Given the wide variety of incentive types, it will not be possible in a paper of this length to provide anything more than a cursory discussion of some of the main incentives used.22 And, needless to say, the comments made herein concerning accountability apply to differing degrees depending upon the type of incentive under consideration.¶ By limiting the definition of financial incentives to initiatives where public funds are either disbursed or contingently committed, a large number of regulatory programs with incentive effects which exist, but in which no money is forthcoming,23 are excluded from direct examination in this paper. Such programs might be referred to as indirect incentives. Through elimination of indirect incentives from the scope of discussion, the definition of the incentive instrument becomes both more manageable and more particular. Nevertheless, it is possible that much of the approach taken here may be usefully applied to these types of indirect incentives as well.24 Also excluded from discussion here are social assistance programs such as welfare and ad hoc industry bailout initiatives because such programs are not designed primarily to encourage behaviours in furtherance of specific public policy objectives. In effect, these programs are assistance, but they are not incentives.
Precision---our definition’s from the DoE
Waxman 98 – Solicitor General of the US (Seth, Brief for the United States in Opposition for the US Supreme Court case HARBERT/LUMMUS AGRIFUELS PROJECTS, ET AL., PETITIONERS v. UNITED STATES OF AMERICA, http://www.justice.gov/osg/briefs/1998/0responses/98-0697.resp.opp.pdf)
2  On November 15, 1986, Keefe was delegated “the authority, with respect to actions valued at $50 million or less, to approve, execute, enter into, modify, administer, closeout, terminate and take any other necessary and appropriate action (collectively, ‘Actions’) with respect to Financial Incentive awards.” Pet. App. 68, 111-112. Citing DOE Order No. 5700.5 (Jan. 12, 1981), the delegation defines “Financial Incentives” as the authorized financial incentive programs of DOE, “including direct loans, loan guarantees, purchase agreements, price supports, guaranteed market agreements and any others which may evolve.” The delegation proceeds to state, “[h]owever, a separate prior written approval of any such action must be given by or concurred in by Keefe to accompany the action.” The delegation also states that its exercise “shall be governed by the rules and regulations of [DOE] and policies and procedures prescribed by the Secretary or his delegate(s).” Pet. App. 111-113.
Congress CP
Pres Power Bad NB
Increased presidential powers are key to solve warming
[bookmark: _GoBack]PCAP 08 (Presidential Climate Action Project, Nonpartisan Project at the University of Colorado Denver, “Climate Action Brief: The Use of Presidential Power”, 2008 is the last date cited, http://www.climateactionproject.com/docs/briefs/Climate_Brief_Presidential_Power.pdf)

This legacy could lead the Congress, the courts and the voters to push the presidential power pendulum to the opposite extreme, handcuffing the executive branch even in areas where its powers are clear. Yet the 44th President will need all the tools he or she commands to deal with the serious problems the next administration will have to tackle, including global climate change. To address this issue, the Presidential Climate Action Project commissioned the Center for Energy and Environmental Security at the University of Colorado School of Law to analyze presidential powers. The result is a 200-page analysis based on a review of 140 legal cases and numerous scholarly articles. Ii In its analysis, the Center notes that America’s past presidents have interpreted their authority differently. President William Taft believed the president could not do anything without specific permission from Congress. Theodore Roosevelt was more willing to be assertive under the “stewardship theory” – the idea that presidents have an affirmative duty to pursue the common good unless prevented by a direct constitutional or legislative prohibition. Franklin D. Roosevelt’s philosophy was the most expansive. “In the event that the Congress should fail to act, and act adequately, I shall accept the responsibility and I will act,” he told Congress in his Labor Day address of 1942. As it turned out, FDR did not need to engage in a power struggle with the legislative branch. He was a popular president in a time of crisis. He asked Congress to delegate to him the new authority he felt he needed to deal with the Depression, and Congress did so. As a result, FDR became a strong and enabled leader with the full consent of the legislative branch at a time when strong leadership was critical. That is the precedent the next President should follow in dealing with energy, the climate and the economy. The President will have many traditional tools at his or her disposal, including executive orders, directives, proclamations, signing statements, national security directives, executive communications with Congress, the ability to call Congress into special session, the veto, the execution of treaties and the creation of executive agreements, a type of international agreement that falls short of a formal treaty and does not require Senate ratification. And, of course, the President has the bully pulpit. In regard to climate change, the next administration’s authority includes the power to: •Regulate greenhouse gas emissions under the Clean Air Act; •Institute a carbon cap-and-trade regime as EPA did for SO2 and NOx in 1995; •Propose and champion national goals for energy efficiency, renewable energy use, greenhouse gas reductions and other critical objectives; •Enter into executive agreements to collaborate with other nations on research and policies that will reduce energy vulnerability and greenhouse gas emissions; •Restore the federal government’s capacity for climate action by appointing highly qualified experts in climate science and policy to key government leadership positions; •Rescind Executive Order 13422, in which President Bush established political oversight of federal science; •Restore specific greenhouse gas reduction goals for federal agencies, which were eliminated in another executive order issued by President Bush. But like FDR, the next President may need new powers to deal with climate change and the other urgent issues. As the Center for Energy and Environmental Security notes, “One of the key actions to be taken by a future president to address climate change policy would be to work with Congress for the appropriate and necessary delegations of authority that will give him or her the power to act with flexibility, without delay and with certainty within the framework of the Constitution.” As in FDR’s era, the 44th President will be most able to lead boldly on climate change when there is a clear mandate from the voters that the time has come for strong national action. As University of Chicago Professor William Howell has noted, “Not once in the modern era have the courts overturned a president who enjoys broad-based support from Congress, interest groups and the public.” Creating that mandate for strong but legitimate use of presidential power is one of the key responsibilities facing the presidential candidates in this election season – and one of the key challenges for the many organizations working to build grassroots support for climate action.

Extinction
Tickell 8 – Environmental Researcher (Oliver, 8/11, http://www.guardian.co.uk/commentisfree/2008/aug/11/climatechange)

We need to get prepared for four degrees of global warming, Bob Watson [PhD in Chemistry, Award for Scientific Freedom and Responsibility from the American Association for the Advacement of Science] told the Guardian last week. At first sight this looks like wise counsel from the climate science adviser to Defra. But the idea that we could adapt to a 4C rise is absurd and dangerous. Global warming on this scale would be a catastrophe that would mean, in the immortal words that Chief Seattle probably never spoke, "the end of living and the beginning of survival" for humankind. Or perhaps the beginning of our extinction. The collapse of the polar ice caps would become inevitable, bringing long-term sea level rises of 70-80 metres. All the world's coastal plains would be lost, complete with ports, cities, transport and industrial infrastructure, and much of the world's most productive farmland. The world's geography would be transformed much as it was at the end of the last ice age, when sea levels rose by about 120 metres to create the Channel, the North Sea and Cardigan Bay out of dry land. Weather would become extreme and unpredictable, with more frequent and severe droughts, floods and hurricanes. The Earth's carrying capacity would be hugely reduced. Billions would undoubtedly die.  Watson's call was supported by the government's former chief scientific adviser, Sir David King [Director of the Smith School of Enterprise and the Environment at the University of Oxford], who warned that "if we get to a four-degree rise it is quite possible that we would begin to see a runaway increase". This is a remarkable understatement. The climate system is already experiencing significant feedbacks, notably the summer melting of the Arctic sea ice. The more the ice melts, the more sunshine is absorbed by the sea, and the more the Arctic warms. And as the Arctic warms, the release of billions of tonnes of methane – a greenhouse gas 70 times stronger than carbon dioxide over 20 years – captured under melting permafrost is already under way.  To see how far this process could go, look 55.5m years to the Palaeocene-Eocene Thermal Maximum, when a global temperature increase of 6C coincided with the release of about 5,000 gigatonnes of carbon into the atmosphere, both as CO2 and as methane from bogs and seabed sediments. Lush subtropical forests grew in polar regions, and sea levels rose to 100m higher than today. It appears that an initial warming pulse triggered other warming processes. Many scientists warn that this historical event may be analogous to the present: the warming caused by human emissions could propel us towards a similar hothouse Earth.

Strong presidential powers are key to prevent cyberterror
Kastenberg 09 (Lieutenant Colonel Joshua E, B.A., University of California, Los Angeles (1990); J.D., Marquette University (1996); LL.M., Georgetown University (2003)) is the Staff Judge Advocate, 332d Air Expeditionary Wing, Balad Air Base, Iraq. Prior to his current assignment, he served as Staff Judge Advocate, Joint Task Force-Global Network Operations, a standing joint task force under the command of United States Strategic Command. Under the Unified Command Plan, it is the sole cyber-defense operational command for the Department of Defense. He is a member of the Wisconsin Bar, “CYBERLAW EDITION: NON-INTERVENTION AND NEUTRALITY IN CYBERSPACE: AN EMERGING PRINCIPLE IN THE NATIONAL PRACTICE OF INTERNATIONAL LAW”, 64 A.F. L. Rev. 43, Lexis)

Of all the recent legal literature examining the role of nations and corporations in cyberspace, very little has been devoted to the relationship between state-sponsored information operations--the roles and uses of cyberspace in interstate conflict--and neutrality. Most of the legal scholarship has been devoted to applying the laws of war to cyberspace operations. Issues such as proportionality, lawful targeting, and when an action constitutes a hostile act, appear to have taken preeminence over other matters. This article departs from that construct and addresses a related and equally important issue: the enforcement of neutrality in cyberspace. The United States will not always be a party to a conflict, and the executive branch's official stated policy may be to adhere to a position of non-intervention or even strict neutrality. Admittedly, unlike in mid-twentieth century conflicts, it has become increasingly difficult for a state to regulate commerce, particularly electronic commerce, because of the internationalization of global business and the worldwide transit of electronic information across cyberspace. At present, roughly eighty percent of the Internet traffic traverses through the United States, chiefly through servers owned by private enterprise. 2 As a result, transactions which occur between London and Tokyo will still likely travel through the United States. Electronic information which flows through cyberspace is unlike any other type of physical transaction. Physical mails and shipped goods may leave London and reach Tokyo without ever traversing the geographic territory of a third state. Even an undersea telephone wire cable theoretically enables a predictable flow between two points, without transiting a third state. Historically, national governments tried to remain neutral in third-party conflicts because conflict eroded commerce and the addition of interested states into a conflict tended to lengthen wars, thereby increasing the loss of lives. Neutrality, as discussed below, was recognized as a set of behavioral norms that limited the damage of warfare to warring states, notwithstanding commercial losses attendant with warfare. The United States, since its existence, has both recognized the importance of neutrality principles and demanded that other states act similarly But, while it is well-understood that the behavioral requirements of neutral states are usually enforceable in the  [*45]  physical realm, the advent of cyberspace makes this more difficult, particularly in the realm of information and electronic warfare. The executive branch of the United States, with legislative checks, is the arm of government charged with determining and enforcing foreign policy. The executive branch may conclude that it is not in the best interests of the nation to remain fully neutral. Certainly, the enforcement of neutrality in cyberspace has not yet occurred, and there appears to be no policy for enforcement. This article suggests a rubric using existing laws for exerting executive authority. Section I of this article discusses the emergence of conflict in cyberspace Importantly, this article does not address either criminal enforcement or a state's duty in that realm but instead focuses on the executive branch's authority to enforce neutrality in cyberspace. Section II provides a basic rubric of neutrality rules as applied to conflict in cyberspace. Section III analyzes the most recent cyberconflict, the Georgian-Russian War of 2008, and the potential consequences the United States risked because it lacked a cyber neutral position. Finally, the article concludes with an assessment of the need for a greater exertion of authority from the executive branch to police cyberspace Importantly, this article does not advocate that the United States must take a wholly neutral position in conflicts which do not involve it. However, the executive branch should make clear that it has the authority to enforce cyber neutrality when it is determined by that branch to be necessary to national policy.
Strong presidential powers are key to solve terrorism
Sulmasy 9 (Glenn, on the law faculty of the United States Coast Guard Academy, 30 U. Pa. J. Int'l L. 1355, ANNIVERSARY CONTRIBUTIONS: USE OF FORCE: EXECUTIVE POWER: THE LAST THIRTY YEARS, Lexis)

Since the attacks of 9/11, the original concerns noted by Hamilton, Jay, and Madison have been heightened. Never before in the young history of the United States has the need for an energetic executive been more vital to its national security. The need for quick action in this arena requires an executive response - particularly when fighting a shadowy enemy like al Qaeda - not the deliberative bodies opining on what and how to conduct warfare or determining how and when to respond. The threats from non-state actors, such as al Qaeda, make the need for dispatch and rapid response even greater. Jefferson's concerns about the slow and deliberative institution of Congress being prone to informational leaks are even more relevant in the twenty-first century. The advent of the twenty-four hour media only leads to an increased need for retaining enhanced levels of executive  [*1362]  control of foreign policy. This is particularly true in modern warfare. In the war on international terror, intelligence is vital to ongoing operations and successful prevention of attacks. Al Qaeda now has both the will and the ability to strike with the equivalent force and might of a nation's armed forces. The need to identify these individuals before they can operationalize an attack is vital. Often international terror cells consist of only a small number of individuals - making intelligence that much more difficult to obtain and even more vital than in previous conflicts. The normal movements of tanks, ships, and aircrafts that, in traditional armed conflict are indicia of a pending attack are not the case in the current "fourth generation" war. Thus, the need for intelligence becomes an even greater concern for the commanders in the field as well as the Commander-in-Chief.

AT: Petro 74
Deontology collapses into util
Schuck 8 – PROFESSOR OF LAW AT YALE --- Peter H. Schuck, the Simeon E. Baldwin Professor of Law at Yale University, Fall 2008, “The Morality of Immigration Policy,” San Diego Law Review, 45 San Diego L. Rev. 865, p. lexis 
That said, I believe that any deontological claim in the realm of practical or applied ethics, the subject of this Article, must ultimately devolve for its proof on some set of consequentialist claims. n4  If the content of what is right-in-itself is, say, some notion of human flourishing, then in assessing a policy alternative in light of that norm, it becomes necessary at some point to defend that alternative in consequentialist  terms by showing that certain conduct does, or does not, in fact conduce to human flourishing,




 however defined. If one seeks to justify a law permitting gay marriage, for example, as moral action on deontological grounds because it instantiates the value of, say, dignity or equality, then at some pivotal point in the argument one must show that the law's effects will in fact promote the dignity or equality of the couple - perhaps by giving them as much pleasure or self-respect as other couples receive from marriage. The deontological claim may constrain the kinds of consequences that are relevant to its justification, but once the claim is elaborated conceptually and normatively as deeply as the analysis permits, the claim's validity must ultimately rest on propositions about its actual effects in the real world. n5
[*869]  By adopting a consequentialist approach, I emphatically do not dismiss the importance of deontological approaches. Indeed, consequentialism would be less attractive without an underlying, perhaps deontological, conception of the good. n6 Deontological approaches help us to decide which ends we wish to pursue a priori. I do not, therefore, subscribe to consequentialism monistically. I simply argue that as a descriptive matter, consequentialism can shed much light on which among the competing ends we should choose. As Shelly Kagan notes, "the goodness of an act's consequences is at least one morally relevant factor in determining the moral status of that act," but the goodness of consequences requires a theory of the good to ground the comparison. n7

DA
AT: LWRs DA
Only LWRs solve fast enough
DOE 12 United States Department of Energy, “A Strategic Framework for SMR Deployment”, Nuclear Energy, February 24, http://www.ne.doe.gov/smrsubcommittee/documents/SMR%20Strategic%20Framework.pdf
Licensing¶ The licensing challenge for new nuclear power systems is not unique to SMRs. The Generation III and III+ reactor designs now being pursued in the U.S. have undergone years of analysis and review at a cost measured in hundreds of millions of dollars even though these are essentially improved versions of well-understood light water reactor (LWR) technology that is employed at every reactor in the country. Even the proposed SMRs that use uranium fuel and water cooling will face additional scrutiny for the design and operational characteristics that are novel compared to their larger cousins. These unique and largely unstudied characteristics, from a regulatory perspective, include the integration of primary system components into the reactor pressure vessel, the passive recirculation modes with low coolant flows under operating and accident conditions, and the potential operation of multiple reactor modules from a single control room. For SMRs that are designed to use different fuels or coolants, the licensing challenges will be more daunting as the Nuclear Regulatory Commission (NRC) does not have staff with equivalent expertise in non-light water systems. Building a staff with this expertise and making the appropriate adjustments to the regulatory framework to address the unique operational and safety aspects of advanced reactors and fuel is likely to take years.
Nuclear power’s inevitable globally---it will be unsafe and cause proliferation absent renewed US leadership 
Loudermilk 11—Research Associate for the Energy & Environmental Security Policy program with the Institute for National Strategic Studies at National Defense University (Micah, Small Nuclear Reactors and US Energy Security: Concepts, Capabilities, and Costs, www.ensec.org/index.php?option=com_content&view=article&id=314:small-nuclear-reactors-and-us-energy-security-concepts-capabilities-and-costs&catid=116:content0411&Itemid=375)
Reactor safety itself notwithstanding, many argue that the scattering of small reactors around the world would invariably lead to increased proliferation problems as nuclear technology and know-how disseminates around the world. Lost in the argument is the fact that this stance assumes that US decisions on advancing nuclear technology color the world as a whole. In reality, regardless of the US commitment to or abandonment of nuclear energy technology, many countries (notably China) are blazing ahead with research and construction, with 55 plants currently under construction around the world—though Fukushima may cause a temporary lull.¶ Since Three Mile Island, the US share of the global nuclear energy trade has declined precipitously as talent and technology begin to concentrate in countries more committed to nuclear power. On the small reactor front, more than 20 countries are examining the technology and the IAEA estimates that 40-100 small reactors will be in operation by 2030. Without US leadership, new nations seek to acquire nuclear technology turn to countries other than the US who may not share a deep commitment to reactor safety and nonproliferation objectives. Strong US leadership globally on nonproliferation requires a vibrant American nuclear industry. This will enable the US to set and enforce standards on nuclear agreements, spent fuel reprocessing, and developing reactor technologies.
SMRs solve prolif---cradle to grave
Mandel 9 (Jenny – Scientific American, Environment & Energy Publishing, LLC, “Less Is More for Designers of "Right-Sized" Nuclear Reactors” September 9, 2009, http://www.scientificamerican.com/article.cfm?id=small-nuclear-power-plant-station-mini-reactor)
Tom Sanders, president of the American Nuclear Society and manager of Sandia National Laboratories' Global Nuclear Futures Initiative, has been stumping for small rectors for more than a decade. American-made small reactors, Sanders insists, can play a central role in global nonproliferation efforts. "Our role at Sandia is the national security-driven notion that it's in the interests of the U.S. to be one of the dominant nuclear suppliers," Sanders said. While U.S. companies have been exiting the industry over the past decades as government and popular support for new construction has waned, Sanders maintains that strong U.S. participation in the nuclear energy marketplace would give diplomats a new tool to use with would-be nuclear powers. "It's hard to tell Iran what to do if you don't have anything Iran wants," he explained. Sanders said mini-reactors are ideal to sell to developing countries that want to boost their manufacturing might and that would otherwise look to other countries for nuclear technologies. If the United States is not participating in that market, he said, it becomes hard to steer buyers away from technologies that pose greater proliferation risks. Sanders been promoting this view since the 1990s, he said, when he realized "we were no longer selling nuclear goods and services, so we could no longer write the rules." The domestic nuclear industry had basically shut down, with no new construction in decades and a flight of talent and ideas overseas. There is a silver lining in that brain drain, though, he believes, in that U.S. companies getting back into the game now are less tied to the traditional, giant plants and are freer to innovate. A feature that several of the new product designs share is that the power plants could be mass-produced in a factory to minimize cost, using robots to ensure consistency. Also, with less design work for each installation, the time to complete an order would be shortened and some of the capital and other costs associated with long lead times avoided, Sanders said. Another feature he favors is building the plants with a lifetime supply of fuel sealed inside. Shipped loaded with fuel, such reactors could power a small city for 20 years without the host country ever handling it. Once depleted, the entire plant would be packed back up and shipped back to the United States, he said, with the sensitive spent fuel still sealed away inside. Sanders is working on a reactor design hatched by the lab with an undisclosed private partner. He believes it is feasible to build a prototype modular reactor -- including demonstration factory components and a mockup of the reactor itself -- as early as 2014, for less than a billion dollars. A mini-reactor could ring up at less than $200 million, he said, or at $300 million to $400 million with 20 years of fuel. At $3,000 to $4,000 per kilowatt, he said, that would amount to significant savings over estimates of $4,000 to $6,000 per kilowatt for construction alone with traditional plant designs. To get a design ready to build, Sanders is urging a partnership between the government and the private sector. "If it's totally a government research program, labs can take 20 to 30 years" to finish such projects, he said. "If it becomes a research science project, it could go on forever." New approach, old debates So far, there is no sign that the government's nuclear gatekeeper, NRC, is wowed by the small-reactor designs. NRC's Office of New Reactors warned Babcock & Wilcox in June that the agency "will need to limit interactions with the designers of small power reactors to occasional meetings or other nonresource-intensive activities" over the next two years because of a crowded schedule of work on other proposals. Meanwhile, opponents of nuclear technologies are not convinced that small reactors are an improvement over traditional designs. Arjun Makhijani, who heads the Institute for Energy and Environmental Research, a think tank that advocates against nuclear power, sees disseminating the technology as incompatible with controlling it. "A lot of the proliferation issue is not linked to having or not having plutonium or highly enriched uranium, but who has the expertise to have or make bombs," Makhijani said. "In order to spread nuclear technologies, you have to have the people who have the expertise in nuclear engineering, who know about nuclear materials and chain reactions and things like that -- the same expertise for nuclear bombs. That doesn't suffice for you to make a bomb, but then if you clandestinely acquire the materials, then you can make a bomb." Peter Wilk, acting program director for safe energy with Physicians for Social Responsibility, an anti-nuclear group, argues that expanding nuclear power use runs counter to the goal of nonproliferation. "The whole proposition presupposes an ... international economy in which more and more fuel is produced and more and more waste must be dealt with, which only makes those problems that are still unsolved larger," he said. "It may or may not do a better job of preventing the host country from literally getting their hands on it, but it doesn't reduce the amount of fuel in the world or the amount of waste in the world," Wilk added. And then there is the issue of public opinion. "Imagine that Americans would agree to take the waste that is generated in other countries and deal with it here," Makhijani said. "At the present moment, it should be confined to the level of the fantastic, or even the surreal. If [the technology's backers] could come up with a plan for the waste, then we could talk about export." Makhijani pointed to a widely touted French process for recycling nuclear waste as a red herring (ClimateWire, May 18). "It's a mythology that it ameliorates the waste problem," he said. According to Makhijani's calculations, the French recycling process generates far more radioactive waste than it cleans up. One category of highly radioactive material, which ends up stored in glass "logs" for burial, is reduced, he said. But in processing the waste, about six times the original volume of waste is produced, he said. Much of that must be buried deep underground, and the discharge of contaminated wastewater used in recycling has angered neighboring countries, he said. Operational risk, of course, is another major concern. "One has reduced the amount of unnecessary risk," Wilke said, "but it's still unnecessary risk." He added, "I get the theory that smaller, newer, ought to be safer. The question is: Why pursue this when there are so many better alternatives?" To Sandia's Sanders, Wilke is asking the wrong question. With the governments of major economies like China, Russia and Japan putting support and cash into nuclear technologies, the power plants are here to stay, he believes. "There's going to be a thousand reactors built over the next 50 years," he said. "The question is: Are we building them, or are we just importing them?"
Nuclear expansion’s inevitable 
Tirone 12 Jonathan, AP, “Nuclear Power Production Set to Grow Even After Japan Phase-Out (Vienna)”, 9/19, http://www.northjersey.com/news/international/170334006_Nuclear_Power_Production_Set_to_Grow_Even_After_Japan_Phase-Out__Vienna_.html?page=all
Nuclear power is set to grow over the next four decades even after Japan shuts down its reactor fleet, the International Atomic Energy Agency says. Global installed capacity is set to rise to at least 469 gigawatts of energy by 2050 from 370 GWe today, according to the IAEA's most pessimistic scenario. Nuclear capacity may reach as much as 1,137 GWe in a more favorable investment climate, the Vienna-based agency said. "We are a little bit more optimistic," said Holger Rogner, IAEA head of planning and economic studies, late Tuesday in the Austrian capital. "There is still a case for nuclear power." Japan has about 46 GWe of capacity at 50 reactors and plans to phase out nuclear power in the next three decades in response to the Fukushima Dai-ichi reactor meltdowns last year. The IAEA, established in 1957 to promote the peaceful uses of atomic power, sees growth driven by new reactor projects in China and in newcomer nations such as Turkey and the United Arab Emirates A gigawatt is equivalent to 1 billion watts of electricity. The driving forces that brought about the renaissance in nuclear power — growing demand in emerging economies, energy security, elevated fossil-fuel prices and climate pressures — haven't changed, Rogner said. The IAEA presented its findings to the organization's 155 members, meeting at their general conference in Vienna. "The feedback we receive is that there is no real retraction from most national power programs," Rogner said. "What we do see is that some newcomer states have a much better understanding for the need to get things right. Before Fukushima they were a little too optimistic how fast you can move forward the technology." Japan's new policy follows public pressure since the Fukushima disaster caused mass evacuations and left areas north of Tokyo uninhabitable for decades. Germany and Switzerland announced plans to phase out nuclear power after the meltdowns.
Military Investment Pounder
Military action on renewables now
Colman 8/7 Zack Colman, The Hill, 2012, White House to seek $7B in green energy contracts for military, thehill.com/blogs/e2-wire/e2-wire/242593-army-announces-renewable-energy-contracts-as-white-house-continues-green-push
The White House announced Tuesday it is inviting contract proposals from green energy firms to boost the Army’s use of renewable energy.¶ The administration is making $7 billion available for the U.S. Army Corps of Engineers to spend on locally-generated biomass, geothermal, solar or wind energy for up to 30 years.¶ The move is part of a broader White House-led push to green the armed forces, over GOP opposition, which claims the efforts are a waste of taxpayer dollars.¶ The Defense Department has set ambitious targets, aiming for renewable sources to account for 25 percent of its energy by 2025, with the Army working toward getting 1 gigawatt of power from green sources by that year.¶ Heather Zichal, the White House deputy assistant for energy and climate change, praised the DOD’s “extraordinary work” to promote renewable energy usage, in a media call on Tuesday.¶ She said alternative energy will reduce costs and enhance national security.¶ Republicans, however, have pressed the White House and military to abandon some alternative energy programs. They say the efforts cost too much with budget sequestration threatening to slash the defense budget by $492 billion over 10 years.¶ Zichal, though, said the president was fully behind the push and believed the military’s turn toward alternative energy was “operationally necessary, financially prudent and mission critical.” ¶ She also lauded the Navy’s July demonstration of its “Great Green Fleet” aircraft carrier strike group. That Pacific Rim exercise tested a fuel that combined a $26-per-gallon biofuel with conventional petroleum.¶ On Monday, the Army, along with the Interior Department, announced it would integrate green energy electricity sources such as wind and solar at military installations. Interior and the Army said those power generators would keep the lights on should the commercial electric grid fail.¶ The military-centric announcements are one part of a larger White House renewable energy blitz this week. ¶ Earlier Tuesday, the administration revealed it would fast-track seven solar and wind electricity projects on federal lands and also held a news conference celebrating the completion of the first wind farm on federal lands in Nevada.
2AC Fiscal Cliff DA
Cliff won’t pass because both parties want a new deal in 2013 
Barno 11/7—retired Lieutenant General of the United States Army. Master’s in National Security and Strategic Studies from Georgetown University—Dr. Nora Bensahel is Deputy Director of Studies and a Senior Fellow at the Center for a New American Security—AND Joel Smith and Jacob Stokes; Research Assistants at the Center for a New American Security (David, Brace Yourself, www.foreignpolicy.com/articles/2012/11/07/brace_yourself?page=full)
The national security establishment has focused primarily on the potential cuts to the Pentagon, which would total some $500 billion over the next decade. In their third debate, Mitt Romney warned Barack Obama that such cuts would devastate the military, leading the president to promise: "It will not happen." But the likelihood of cuts to defense spending cannot be considered in isolation from all the other elements of the fiscal cliff, and with the election behind us, it's time to admit there is a strong possibility that sequestration will take effect -- because both the president and Congress could benefit politically.¶ continues ¶ Continued gridlock during the lame duck session remains a high probability, and budget talks will likely involve a significant amount of brinksmanship among negotiators trying to maximize their own gains -- brinksmanship that could well end in failure, preventing a deal and driving the nation off the fiscal cliff.¶ As noted above, the tight legislative calendar in the lame duck session and the large number of weighty issues on the docket makes it very likely negotiations on any sizable deal will continue until the last possible moment. If talks break down at that point, the time left to agree to a delay would be very short. Efforts to broker a delay agreement would probably have to be moving at the same time as efforts to agree on a grand bargain. But lawmakers looking for a deal would likely shun simultaneous efforts, lest the possibility of delay remove the time pressure needed to reach a bargain.¶ Although President Obama has strongly opposed sequestration as a way to reduce the deficit, it remains unclear whether he would support legislation to undo it without an agreement on new sources of revenue. In August, he told a Virginia newspaper, "If the choice is between sequester going through or tax cuts continuing for millionaires and billionaires, I think it's pretty clear what the American people would choose." But the president also clearly stated during the final presidential debate that sequestration "will not happen." Although his spokesmen walked back that language the following day, it remains unclear to what degree Obama sees sequestration as an unacceptable outcome. Republicans leaders, on the other hand, have demonstrated their equally strong opposition to new taxes.¶ Some legislators from both parties might see advantage in letting the nation go off the fiscal cliff and allowing the sequester cuts to take effect. According to press reports, some Republicans have promised to slow down the legislative process to ensure that there is no deal to delay the cuts. For Republicans deficit hawks, ensuring that Congress reduces government spending, whatever the consequences, is the highest priority. Grover Norquist, the influential head of Americans for Tax Reform, recently stated, "Sequestration is not the worst thing"; and Rep. Jim Jordan (R-Ohio), who chairs the conservative Republican Study Committee, has said, "The only thing worse than cutting national defense is not having any scheduled cuts at all take place." For Democrats, going off the fiscal cliff would improve their bargaining position with Republicans -- taxes would rise significantly and defense spending would be cut.¶ In a perverse twist of logic, both parties might benefit from the new baselines created by going off the fiscal cliff. Allowing the Bush-era tax cuts to expire would automatically raise taxes on the majority of Americans to pre-2001 levels, which would reduce the deficit by $3.7 trillion over the next decade. With sequestration in force, spending would be cut by about $1 trillion over 10 years, carved equally out of defense and non-defense discretionary accounts. Ironically, these new baselines might actually break the partisan deadlock because Republican lawmakers could then vote in favor of a tax "cut," and as revenues increase, more Democratic lawmakers may be willing to vote to "increase" spending on defense programs.¶ Of course, this would be high-stakes game of chicken for both the White House and Congress. It would seriously disrupt planning throughout the Department of Defense and defense industry, shake market confidence in the United States, and slow U.S. economic growth. But recent reports have indicated that the effects of defense sequestration, tax hikes and spending cuts would be slower and less damaging in the short term than the rhetoric would suggest -- leaving room to go off the cliff and cut a deal early in the 113th Congress without causing lasting damage to the economy, national security, or domestic programs. Lawmakers from both parties might therefore see going off the cliff as a practical way of reaching a broader consensus in 2013 about balancing the nation's revenues and expenditures.
Obama has no PC for passage
Herb and Wasson 10/23 Jeremy Herb and Erik Wasson, writers for the Hill, “GOP: Obama's sequester remark during debate could reshape fiscal cliff talks”, October 23, 2012, http://thehill.com/blogs/defcon-hill/budget-appropriations/263523-obama-sequester-remark-could-reshape-fiscal-cliff-negotiations
President Obama’s vow at Monday’s debate that the sequestration cuts “will not happen” could come back to haunt him during Congress's lame-duck negotiations on the fiscal cliff if he is reelected.¶ Republicans were already licking their chops at Obama’s statement Tuesday, and the White House was quickly backtracking the remark after the debate.¶ Republicans said that Obama has given away leverage in any lame-duck talks.¶ “He has, which is why White House aides were immediately trying to walk it back,” said one GOP House aide.
Executive military action shields---plan not XO
Davenport 12 Coral, energy and environment correspondent for National Journal, Prior to joining National Journal in 2010, Davenport covered energy and environment for Politico, and before that, for Congressional Quarterly. In 2010, she was a fellow with the Metcalf Institute for Marine and Environmental Reporting. From 2001 to 2004, Davenport worked in Athens, Greece, as a correspondent for numerous publications, including the Christian Science Monitor and USA Today, covering politics, economics, international relations and terrorism in southeastern Europe. She also covered the 2004 Olympic Games in Athens, and was a contributing writer to the Fodor’s, Time Out, Eyewitness and Funseekers’ guidebook series. Davenport started her journalism career at the Daily Hampshire Gazette in Northampton, Massachusetts, after graduating from Smith College with a degree in English literature. National Journal, 2/10, White House Budget to Expand Clean-Energy Programs Through Pentagon, ProQuest
The White House believes it has figured out how to get more money for clean-energy programs touted by President Obama without having it become political roadkill in the wake of the Solyndra controversy: Put it in the Pentagon. While details are thin on the ground, lawmakers who work on both energy- and defense-spending policy believe the fiscal 2013 budget request to be delivered to Congress on Monday probably won't include big increases for wind and solar power through the Energy Department, a major target for Republicans since solar-panel maker Solyndra defaulted last year on a $535 million loan guarantee. But they do expect to see increases in spending on alternative energy in the Defense Department, such as programs to replace traditional jet fuel with biofuels, supply troops on the front lines with solar-powered electronic equipment, build hybrid-engine tanks and aircraft carriers, and increase renewable-energy use on military bases. While Republicans will instantly shoot down requests for fresh spending on Energy Department programs that could be likened to the one that funded Solyndra, many support alternative-energy programs for the military. "I do expect to see the spending," said Rep. Jack Kingston, R-Ga., a member of the House Defense Appropriations Subcommittee, when asked about increased investment in alternative-energy programs at the Pentagon. "I think in the past three to five years this has been going on, but that it has grown as a culture and a practice - and it's a good thing." "If Israel attacks Iran, and we have to go to war - and the Straits of Hormuz are closed for a week or a month and the price of fuel is going to be high," Kingston said, "the question is, in the military, what do you replace it with? It's not something you just do for the ozone. It's strategic." Sen. Lindsey Graham, R-S.C., who sits on both the Senate Armed Services Committee and the Defense Appropriations Subcommittee, said, "I don't see what they're doing in DOD as being Solyndra." "We're not talking about putting $500 million into a goofy idea," Graham told National Journal . "We're talking about taking applications of technologies that work and expanding them. I wouldn't be for DOD having a bunch of money to play around with renewable technologies that have no hope. But from what I understand, there are renewables out there that already work." A senior House Democrat noted that this wouldn't be the first time that the Pentagon has been utilized to advance policies that wouldn't otherwise be supported. "They did it in the '90s with medical research," said Rep. Henry Waxman, D-Calif., ranking member of the House Energy and Commerce Committee. In 1993, when funding was frozen for breast-cancer research programs in the National Institutes of Health, Congress boosted the Pentagon's budget for breast-cancer research - to more than double that of the health agency's funding in that area. Politically, the strategy makes sense. Republicans are ready to fire at the first sign of any pet Obama program, and renewable programs at the Energy Department are an exceptionally ripe target. That's because of Solyndra, but also because, in the last two years, the Energy Department received a massive $40 billion infusion in funding for clean-energy programs from the stimulus law, a signature Obama policy. When that money runs out this year, a request for more on top of it would be met with flat-out derision from most congressional Republicans. Increasing renewable-energy initiatives at the Pentagon can also help Obama advance his broader, national goals for transitioning the U.S. economy from fossil fuels to alternative sources. As the largest industrial consumer of energy in the world, the U.S. military can have a significant impact on energy markets - if it demands significant amounts of energy from alternative sources, it could help scale up production and ramp down prices for clean energy on the commercial market. Obama acknowledged those impacts in a speech last month at the Buckley Air Force Base in Colorado. "The Navy is going to purchase enough clean-energy capacity to power a quarter of a million homes a year. And it won't cost taxpayers a dime," Obama said. "What does it mean? It means that the world's largest consumer of energy - the Department of Defense - is making one of the largest commitments to clean energy in history," the president added. "That will grow this market, it will strengthen our energy security." Experts also hope that Pentagon engagement in clean-energy technology could help yield breakthroughs with commercial applications. Kingston acknowledged that the upfront costs for alternative fuels are higher than for conventional oil and gasoline. For example, the Air Force has pursued contracts to purchase biofuels made from algae and camelina, a grass-like plant, but those fuels can cost up to $150 a barrel, compared to oil, which is lately going for around $100 a barrel. Fuel-efficient hybrid tanks can cost $1 million more than conventional tanks - although in the long run they can help lessen the military's oil dependence, Kingston said Republicans recognize that the up-front cost can yield a payoff later. "It wouldn't be dead on arrival. But we'd need to see a two- to three-year payoff on the investment," Kingston said. Military officials - particularly Navy Secretary Ray Mabus, who has made alternative energy a cornerstone of his tenure - have been telling Congress for years that the military's dependence on fossil fuels puts the troops - and the nation's security - at risk. Mabus has focused on meeting an ambitious mandate from a 2007 law to supply 25 percent of the military's electricity from renewable power sources by 2025. (Obama has tried and failed to pass a similar national mandate.) Last June, the DOD rolled out its first department-wide energy policy to coalesce alternative and energy-efficient initiatives across the military services. In January, the department announced that a study of military installations in the western United States found four California desert bases suitable to produce enough solar energy - 7,000 megawatts - to match seven nuclear power plants. And so far, those moves have met with approval from congressional Republicans. Even so, any request for new Pentagon spending will be met with greater scrutiny this year. The Pentagon's budget is already under a microscope, due to $500 billion in automatic cuts to defense spending slated to take effect in 2013. But even with those challenges, clean-energy spending probably won't stand out as much in the military budget as it would in the Energy Department budget. Despite its name, the Energy Department has traditionally had little to do with energy policy - its chief portfolio is maintaining the nation's nuclear weapons arsenal. Without the stimulus money, last year only $1.9 billion of Energy's $32 billion budget went to clean-energy programs. A spending increase of just $1 billion would make a big difference in the agency's bottom line. But it would probably be easier to tuck another $1 billion or $2 billion on clean-energy spending into the Pentagon's $518 billion budget. Last year, the Pentagon spent about $1 billion on renewable energy and energy-efficiency programs across its departments.
Winners win
Marshall and Prins 11 (BRYAN W, Miami University and BRANDON C, University of Tennessee & Howard H. Baker, Jr. Center for Public Policy, “Power or Posturing? Policy Availability and Congressional Influence on U.S. Presidential Decisions to Use Force”, Sept, Presidential Studies Quarterly 41, no. 3)
Presidents rely heavily on Congress in converting their political capital into real policy success. Policy success not only shapes the reelection prospects of presidents, but it also builds the president’s reputation for political effectiveness and fuels the prospect for subsequent gains in political capital (Light 1982). Moreover, the president’s legislative success in foreign policy is correlated with success on the domestic front. On this point, some have largely disavowed the two-presidencies distinction while others have even argued that foreign policy has become a mere extension of domestic policy (Fleisher et al. 2000; Oldfield and Wildavsky 1989) Presidents implicitly understand that there exists a linkage between their actions in one policy area and their ability to affect another. The use of force is no exception; in promoting and protecting U.S. interests abroad, presidential decisions are made with an eye toward managing political capital at home (Fordham 2002).
SMR expansion solves growth
MSCR 11 US Department of Commerce International Trade Administration Manufacturing and Services Competitiveness Report, February 2011, “The Commercial Outlook for U.S. Small Modular Nuclear Reactors”, http://trade.gov/mas/ian/build/groups/public/@tg_ian/@nuclear/documents/webcontent/tg_ian_003185.pdf
A primary advantage of SMRs is in their production. Their small size means that they do not need the ultra-heavy forged components that currently can be made only by Japan Steel Works and Doosan Heavy Industries in South Korea.7 In most of the current U.S. SMR designs, the reactor pressure vessels and other large forgings could be supplied by domestic vendors, which would create U.S. jobs and potential exports of SMR components to international customers. In addition, most SMR designs allow for factory manufacturing, which could potentially provide opportunities for cost savings, for increased quality, and for more efficient production. Those attributes mean that SMRs could be a significant source of economic growth in the United States.
Impact is gradual and will be resolved before the worst sets in 
Chait 11/8—NY Mag (Jonathan, Erskine Bowles Bids to Spoil Obama Second Term, nymag.com/daily/intel/2012/11/erskine-bowles-bids-to-spoil-obama-second-term.html)
That is totally false.¶ Going over the fiscal cliff and then doing nothing for another year would mean a huge tax hike and spending cut. But waiting until January would mean extremely gradual tax increases and spending cuts, ones that would not even begin to take place immediately, because Obama has the ability to delay their implementation. And even after they're implemented, the effect would be gradual, and could subsequently be canceled out. It’s like saying if you go three weeks without food you’ll die so if dinner isn’t on the table at 6 o'clock sharp terrible consequences will follow.¶ The reason many liberals want to wait until January is that it would make a deal much easier to strike, and ensure that the result is on more liberal terms. Once the entire Bush tax cuts have expired, President Obama would no longer have to pry revenue out of tax-hating Republicans. He’ll have all the revenue he wants and more. He could offer them a tax cut. He’ll likewise have huge defense cuts to bargain away.
AT: Fiscal Cliff Heg Impact
No military impact 
Barno 11/7— retired Lieutenant General of the United States Army. Master’s in National Security and Strategic Studies from Georgetown University—Dr. Nora Bensahel is Deputy Director of Studies and a Senior Fellow at the Center for a New American Security—AND Joel Smith and Jacob Stokes; Research Assistants at the Center for a New American Security (Brace Yourself, www.foreignpolicy.com/articles/2012/11/07/brace_yourself?page=full)
If we do go off the fiscal cliff, all is not lost for the Pentagon. The exact effects of allowing sequestration to take effect still remain unclear, but they are likely to occur more gradually than generally understood. Sequestration mandates a $52.3 billion reduction of DOD spending in Fiscal Year (FY) 2013, which amounts to a 9.4 percent cut of budget authority from nonexempt accounts during the nine remaining months of FY 2013.¶ Focusing on the $52.3 billion cut to defense budget authority distorts how sequestration would affect defense spending for the rest of the fiscal year. Budget authority is often spread across multiple years and therefore is an improper metric for examining the immediate impacts of cuts in economic terms. Instead, outlays -- money actually spent -- provide a better measure.¶ Some of the key ways that sequestration could affect defense during the rest of FY 2013 include:¶ The DOD civilian workforce. As spending on civilian personnel is largely consumed in the first outlay year, the civilian workforce potentially faces significant layoffs or furloughs. Unlike uniformed personnel, civilian personnel are not exempt from sequestration. Expert analysts have estimated that if sequestration goes into effect, DOD would need to reduce its civilian workforce by as much as 13.7 percent during the remainder of the fiscal year.¶ Military health care. Military health care services are subject to sequestration since they are primarily funded through nonexempt operations and maintenance accounts. This could result in delayed payments to providers and possible denial of services.¶ Program cancellations. Despite widespread concern, most procurement programs will not be affected right away. Sequestration does not affect prior-year funding obligations, so already authorized and planned purchases will go ahead as scheduled. Sequestration allows already planned programs to continue, but over time it would reduce quantities bought, delay deliveries, and increase unit prices.¶ Military end strength. Since President Obama exercised his authority to shield military personnel accounts from sequestration, pay and benefits would remain intact and end strength would not be cut beyond already-planned levels for FY 2013.¶ The Pentagon would likely try to mitigate some of these effects by asking Congress for liberal reprogramming authority, in order to shift money from one account to another. If Congress grants this authority, DOD would be able to allocate any defense cuts strategically rather than being forced to cut each plan, program and activity would equally during FY 2013. It would likely shift funds away from lower-priority base budget operations and maintenance accounts to fund higher priorities, such as the Overseas Contingency Operations budget that supports deployed troops.¶ The Defense Department might also mitigate these effects by deferring any cuts until the fourth quarter of FY 2013. Under such a plan, the department would continue operating at planned FY 2013 spending levels as specified in the continuing resolution until a decision is made by Congress and signed by the president to undo the cuts. This would allow the Pentagon to continue resourcing ongoing operations and maintain readiness at existing levels for the near term. Of course, this would be a very high-stakes gamble: if Congress did not reverse sequestration or increase the DOD budget for the fourth quarter, the effects would be devastating. Going off the fiscal cliff might not be as bad as many analysts have warned -- and it might even have some political benefits -- but that doesn't mean the risks aren't significant.
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Err towards sustainability – declinists rise the bar too high
Wohlforth 7 (William Wohlforth, Daniel Webster Professor of Government in the Dartmouth College Department of Government, Unipolar Stability: The Rules of Power Analysis, A Tilted Balance, Vol . 29 (1) - Spring 2007, http://hir.harvard.edu/index.php?page=article&id=1611)
The larger problem with conflating power-as-resources with power-as-influence is that it leads to a constant shifting of the goalposts. The better the United States becomes at acquiring resources, the greater the array of global problems it is expected to be able to resolve, and the greater the apparent gap between its material capabilities and the ends it can achieve. The result is an endless raising of the bar for what it takes to be a unipolar power. Samuel Huntington defined a unipolar state as one able “effectively to resolve all important international issues alone, and no combination of other states would have the power to prevent it from doing so.” This is an extraordinary standard that essentially conflates unipolarity with universal empire. Great European powers did not lose great power status when they failed to have their way, in, for example, the Balkans in the nineteenth century. In turn, the United States did not cease to be a superpower when it failed to overthrow Fidel Castro in the 1960s. The fact that Washington cannot prevent Hugo Chavez from thumbing his nose at US power is interesting and perhaps even important, but it does not have bearing on the polarity of the international system. Defining power as the ability to solve whatever global problem is currently in the headlines virtually guarantees highly volatile prognostications about polarity. This sort of headline chasing led to talk of “empire” in 2002 and 2003, just as it feeds today’s multipolar mania. Assessing active attempts by the United States to employ its power capabilities may well be the most misleading way to think about power. This approach inevitably leads to a selection bias against evidence of the indirect, “structural” effects of US power that are not dependent upon active management. Many effects that can be attributed to the unipolar distribution of power are developments that never occur: counter-balancing coalitions, Cold War-scale arms races, hegemonic rivalry for dominance, security dilemmas among Asian powers, and decisions by Japan and others to nuclearize. Clearly, assessing unipolarity’s potential effects involves weighing such non-events against the more salient examples in which active attempts to use power resources are stymied. But the selection bias goes much further. Not only are non-events downplayed in comparison to salient events that appear to demonstrate the powerlessness of the United States, but patterns of events that do go its way are often missed. Consider, for example, how often Washington’s failure to have its way in the United Nations is cited as compared to its experience in the IMF. And, even in the United Nations, a focus on highly contested issues, such as the attempt at a second resolution authorizing the invasion of Iraq, fails to note how the institution’s entire agenda has shifted to address concerns, such as terrorism, that are particularly important to the United States.
Congress CP
DoD Key
DoD needs to lead
Butler 11 Glen Butler, Lt. Col., 2011, Not Green Enough, www.mca-marines.org/gazette/not-green-enough
SMRs have relatively low plant cost, can replace aging fossil plants, and do not emit greenhouse gasses. Some are as small as a “hot tub” and can be stored underground, dramatically increasing safety and security from terrorist threats.25 Encouragingly, in fiscal year 2010 (FY10) the DoE allocated $0 to the U.S. SMR Program; in FY11, they’ve requested $38.9 million. This funding is to support two main activities—public/private partnerships to advance SMR designs and research and development and demonstrations. According to the DoE’s website, one of the planned program accomplishments for FY11 is to “collaborate with the Department of Defense (DoD) . . . to assess the feasibility of SMR designs for energy resources at DoD installations.”26 The Marine Corps should vigorously seek the opportunity to be a DoD entity providing one platform for this feasibility assessment.27 Fourth, SMR technology offers the Marine Corps another unique means to lead from the front—not just of the other Services but also of the Nation, and even the world.28 This potential Pete Ellis moment should be seized. There are simple steps we could take, and others stand ready to lead if we are not.30 But the temptation to “wait and see” and “let the others do it; then we’ll adopt it” mentality is not always best. Energy security demands boldness, not timidity. To be fair, nuclear technology comes with challenges, of course, and with questions that have been kicked around for decades. An April 1990 Popular Science article asked, “Next Generation Nuclear Reactors—Dare we build them?” and included some of the same verbiage heard in similar discussions today.31 Compliance with National Environment Policy Act requirements necessitates lengthy and detailed preaction analyses, critical community support must be earned, and disposal challenges remain. Still, none of these hurdles are insurmountable. Yet despite the advances in safety, security, and efficiency in recent years, nuclear in the energy equation remains the new “n-word” for most military circles. And despite the fact that the FY10 National Defense Authorization Act called on the DoD to “conduct a study [of] the feasibility of nuclear plants on military installations,” the Office of the Secretary of Defense has yet to fund the study. Fifth, the cumbersome, bureaucratic certification process of the Nuclear Regulatory Commission (NRC), often enough to scare away potential entrepreneurs and investors, is not necessarily a roadblock to success. The NRC is “responsible for licensing and regulating the operation of commercial nuclear power plants in the United States.” Military installations offer unique platforms that could likely bypass an extended certification process. With established expertise and a long safety record in nuclear reactor certification, operations, training, and maintenance, the Naval Nuclear Propulsion Program comprises the civilian and military personnel who: . . . design, build, operate, maintain, and manage the nuclear-powered ships and the many facilities that support the U.S. nuclear-powered naval fleet.”34 Bypassing the NRC and initiating SMR experimentation under ADM Hyman Rickover’s legacy umbrella of naval reactors could shorten the process to a reasonable level for Marine and naval installations.35

AT: Should = Immediate
The plan is immediate but the CP adds a delay we can permute---that’s why delay CPs aren’t competitive
The CP also contains “should”
Should doesn’t make the CP competitive
Atlas Collaboration 99 [ATD, Jan. 24, http://rd13doc.cern.ch/Atlas/DaqSoft/sde/inspect/shall.html]
'shall' describes something that is mandatory. If a requirement uses 'shall', then that requirement _will_ be satisfied without fail. 
Noncompliance is not allowed. Failure to comply with one single 'shall' is sufficient reason to reject the entire product. Indeed, it must be rejected under these circumstances. 
Examples: 
"Requirements shall make use of the word 'shall' only where compliance is mandatory." 
 This is a  good example. 
 "C++ code shall have comments every 5th line." 
 This is a bad example. Using 'shall' here is too strong.
should
'should' is weaker. It describes something that might not be satisfied in the final product, but that is desirable enough that any noncompliance shall be explicitly justified. Any use of  'should' should be examined carefully, as it probably means that something is not being stated clearly. If a 'should' can be replaced by a 'shall', or can be discarded entirely, so much the better. 
Politics
No Internal to Econ
They will just delay the cuts 
Barno 11/7— retired Lieutenant General of the United States Army. Master’s in National Security and Strategic Studies from Georgetown University—Dr. Nora Bensahel is Deputy Director of Studies and a Senior Fellow at the Center for a New American Security—AND Joel Smith and Jacob Stokes; Research Assistants at the Center for a New American Security (Brace Yourself, www.foreignpolicy.com/articles/2012/11/07/brace_yourself?page=full)
If Congress and the president fail to strike a comprehensive deal, they will face substantial pressure to delay some or all of the fiscal cliff provisions, including sequestration, before they take effect on January 2. A delay would have many of the same short-term positive effects for the economy as a grand bargain. It would also defer deep cuts to defense and domestic programs.¶ The bargaining over a possible delay could resemble a scaled-down version of trying to reach a grand bargain. The lack of comity between the two parties on the Hill suggests that even a scaled-down agreement would face a difficult and contentious, if not impossible, path. Any deal to delay some or all of the fiscal cliff issues would occur only at the last minute, after lesser agreements had failed, and in a "clean" bill stripped of any other legislative measures.¶ However, the effects of a delay would differ from those of a grand bargain in one significant regard: the potential market reaction. Financial markets may react poorly if the deficit reduction measures enacted in the Budget Control Act of 2011 are delayed without having reached a bigger deal, because it would signal that Washington lacks the political will to solve its fiscal problems. Both Fitch Ratings and Moody's Investor Services have warned of a credit downgrade if Congress and the president do not reach an agreement that prevents the country from going off the fiscal cliff, increases the U.S. debt ceiling, and creates a plan for reducing the budget deficit and stabilizing the federal debt. As former Senators Sam Nunn and Pete Domenici wrote in October, "Absent more constructive action, simply postponing when we go over the cliff could hurt business confidence, worry investors and lead to another disruptive debate over raising the debt ceiling."¶ Republicans have strong incentives to press for a delay, since that would avoid substantial tax increases and cuts to defense spending in the short term. In early 2013, Republicans will also gain new leverage as the nation once again reaches its debt ceiling, which will require Congress to authorize additional government borrowing. This is an immensely powerful bargaining chip, as was amply demonstrated in the summer of 2011 when Republican deficit hawks withheld their support for raising the debt ceiling until they received concessions on deficit reduction. They may use those hardball tactics again in 2013, possibly in the midst of negotiations to reach a larger bargain on spending and revenues. Delaying sequestration for several months could thus hand congressional deficit hawks yet another source of negotiating leverage.¶ Conversely, the president and many congressional Democrats would lose a lot of bargaining power by agreeing to a delay. Unless Democrats concluded that the public would blame them -- and them alone -- for going off the fiscal cliff, there is little incentive for them to postpone the day of reckoning.
AT: Heg Impact
No impact---most qualified expert
Korb 9/9 Lawrence Korb is a former assistant secretary of defense in the Reagan administration and is a senior fellow at the Center for American Progress. “Cuts Would Not Affect Security,” 2012, NYT, http://www.nytimes.com/roomfordebate/2012/09/09/how-big-should-the-defense-budget-be/cuts-would-not-affect-security
But the United States can afford defense cuts, without undermining national security, for four reasons:¶ First, the United States has just gone through an enormous defense buildup. The budget increased, in real terms, for an unprecedented 13 straight years between 1998 and 2012. Even during the Reagan buildup, defense spending grew for only four years before dropping back to more sustainable levels.¶ Second, the cuts being discussed are smaller than they seem. The first $500 billion come from projected growth, so the budget will fall by just $6 billion next year and then grow at about the same pace as inflation. Even with sequestration, defense spending would be brought back only to its 2006 level in real terms -- more than we spent on average under Presidents Ronald Reagan and George H. W. Bush.¶ Third, ending this indiscriminate growth will force the Pentagon to manage its funds more carefully. Over the past decade, the Pentagon squandered $46 billion on weapons it later canceled, and let half its procurement programs balloon beyond their original budgets.¶ Finally, we face a world with relatively few major threats. And even with sequestration-size cuts, we would still account for more than 40 percent of the world’s defense spending, and our allies would account for about half of the rest.

Executive Shields
Especially true for fiscal cliff
Mathews 12 Jason, Director of Congressional and Public Affairs at the U.S. Chamber of Commerce. Previously, Mr. Matthews was the Chief of Staff for Senator Mary Landrieu (D-LA). Mr. Matthews worked for Senator Landrieu from 1997 to 2009. http://debateandthere alworld.com/article.php?id=6
D+TRW: Is it possible that the passage of legislation unrelated to the fiscal cliff negotiations during the lame duck session might disrupt efforts to avoid the fiscal cliff? Matthews: That is virtually impossible. The discussions on fiscal cliff will be occurring at the leadership level. Only a very narrow element of the Congress will be involved in the discussions and negotiations. The Congress routinely is working on two or three major pieces of legislation for floor consideration within its various standing committees or conference committees with the other chamber. The whole committee structure of the Congress was created to allow legislation in a variety of areas to be considered and disposed of simultaneously. D+TRW: Does your answer also hold true for executive action on issues unrelated to the fiscal cliff negotiations? Matthews: If anything, the executive branch is even more siloed and specialized than the Congress. The fiscal cliff negotiations will not be impacted because other executive activity and initiatives are pursued while those negotiations are underway.
No politician will oppose the plan---helps troops
Merchant 10 Political & Environment Columnist-Discovery, 10/21, “How the US Military Could Bring Solar Power to Mass Market,” http://www.treehugger.com/corporate-responsibility/how-the-us-military-could-bring-solar-power-to-mass-market.html
Furthermore, Congress is infinitely more likely to approve funding for R&D; and infrastructure if the projects are military-related. Which is depressing, but true -- the one thing that no politician can get caught opposing is the safety of American troops. In fact, the whole premise of the article is rather depressing, on point though it may be: The only way we may end up getting a competitive clean energy industry is through serious military investment, which is of course, serious government spending. Which under any other guise would be vehemently opposed by conservatives.
Plan shields controversy
Appelbaum 12 Binyamin, Defense cuts would hurt scientific R&D, experts say, The New York Times, 1-8, http://hamptonroads.com/2012/01/defense-cuts-would-hurt-scientific-rd-experts-say
Sarewitz, who studies the government's role in promoting innovation, said the Defense Department had been more successful than other federal agencies because it is the main user of the innovations that it finances. The Pentagon, which spends billions each year on weapons, equipment and technology, has an unusually direct stake in the outcome of its research and development projects.¶ "The central thing that distinguishes them from other agencies is that they are the customer," Sarewitz said. "You can't pull the wool over their eyes."¶ Another factor is the Pentagon's relative insulation from politics, which has allowed it to sustain a long-term research agenda in controversial areas. No matter which party is in power, the Pentagon has continued to invest in clean-energy technology, for example, in an effort to find ways to reduce one of its largest budget items, energy costs. 
Focus Link Non-U
Multiple issues pound the link
Geewax 11/7 NPR Correspondent, After Election, Congress Turns To 'Fiscal Cliff,' Other Money Issues, http://www.northcountrypublicradio.org/news/npr/164474557/after-election-congress-turns-to-fiscal-cliff-other-money-issues
Still, they must try to get something done. The soon-to-expire Congress is set to convene Nov. 13. Very likely, comprehensive solutions to fiscal-cliff problems will have to wait for the new Congress in January. But because so many deadlines will be hit before then, the lawmakers will need to pass measures to cope with a number of other crises, and then stall for time on the edge of the cliff. For example, Superstorm Sandy may force lawmakers to take quick action to shore up the Federal Emergency Management Agency, also known as FEMA. The agency could get overwhelmed by the cost of helping people whose homes have been destroyed by flooding. And then there's the cost of rebuilding public transit systems. A large, bipartisan group of congressmen signed a letter this week, asking House leaders to prepare to spend more money for cleaning up after the storm. They wrote that "as the full brunt of Hurricane Sandy is quantified, Congress must stand ready to provide the aid and assistance to the people and communities most devastated by this storm." And then there's the debt ceiling. Last week, the Treasury Department warned that the country probably will hit its $16.4 trillion borrowing limit by the end of the year. If the U.S. were to hit the ceiling and risk default on its debts, it could trigger a second downgrade of the U.S. government's credit rating and another rattling of global financial markets. Aside from FEMA and the debt ceiling, Congress must find ways to delay the fiscal-cliff cluster of changes. Take just this one: the alternative minimum tax — the AMT, an obscure tax rule — is about to sharply increase taxes for about 27 million households, according to the Congressional Research Service. Any couple with children and an annual income of more than $75,000 could be facing a federal tax bill that is thousands of dollars higher this year. Yes. Their taxes would shoot up for the 2012 tax year. Once the filing season begins in January, retroactive fixes to the AMT become much more difficult to implement, so Congress must act before New Year's Eve. When first created in 1969, the AMT was intended to ensure that wealthy people could not use deductions to escape paying all taxes. But the tax was not adjusted for inflation, and Congress has had to regularly apply a "patch" to ensure that the AMT didn't apply to average families. But because of political gridlock, Congress didn't pass a patch this year — and now the deadline is looming. So, you've got FEMA, the debt ceiling and the AMT patch all demanding immediate action, even before turning to all of the other fiscal-cliff elements. 
